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#### Abstract

In this paper we study the security of hash functions SM3 and BLAKE-256 against boomerang attack. SM3 is designed by X . Wang et al. and published by Chinese Commercial Cryptography Administration Office for the use of electronic certification service system in China. BLAKE is one of the five finalists of the NIST SHA-3 competition submitted by J.-P. Aumasson et al. For SM3, we present boomerang distinguishers for the compression function reduced to $34 / 35 / 36 / 37 / 38$ steps out of 64 steps, with time complexities $2^{31.4}, 2^{33.6}, 2^{73.4}, 2^{93}$ and $2^{192}$ respectively. Then we show some incompatible problems existed in the previous boomerang attacks on SM3. Meanwhile, we launch boomerang attacks on up to 7 and 8 rounds keyed permutation of BLAKE- 256 which are the first valid 7 -round and 8 -round boomerangs for BLAKE-256. Especially, since our distinguishers on 34/35-step compression function of SM3 and 7round keyed permutation of BLAKE-256 are practical, we are able to obtain boomerang quartets of these attacks. As far as we know, these are the best results against round-reduced SM3 and BLAKE-256.
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## 1 Introduction

Cryptographic hash functions play an important role in the modern cryptology. In recent years, the cryptanalysis of hash functions has become an important topic within the cryptographic community, and the significant advances of hash function research have a formative influence on the field of hash functions. Since many well-known hash functions including MD5 and SHA-1 were broken by X. Wang et al. in 2005 [12], NIST proposed the transition from SHA-1 to SHA-2 family, and many companies and organizations were also migrating to SHA-2. Furthermore, in 2007 NIST started a hash function competition to develop a new hash standard SHA-3 3 to complement the older SHA-1 and SHA-2. Then five SHA-3

[^0]candidate algorithms, including BLAKE, Grøstl, JH, Keccak, and Skein, were selected to advance to the final in 2010, and the competition ended in 2012 when NIST announced that Keccak would be the new SHA-3 hash algorithm. During the ongoing evaluation of these hash functions, people not only consider the three classical security requirements of hash function (preimage resistance, 2nd preimage resistance and collision resistance), but also regard near-collision, rebound distinguisher, differential distinguisher, boomerang distinguisher, etc. Whenever a hash function behaves differently from the one expected of a random function, its security is considered to be suspect. Therefore, many attack results in such framework are proposed recently. Especially, the idea of boomerang attack leads to many new and useful results on hash functions. In 2011, the boomerang attack was independently applied to hash functions BLAKE-32 by A. Biryukov et al. [4] and SHA-256 by M. Lamberger et al. [5]. Then the boomerang attack on SHA-256 was improved in [6]. Later the large potential of boomerang attack on hash functions has been demonstrated by more and more results including attacks on SIMD-512 [7], HAVAL [8], RIPEMD [9, HAS-160 [10] and Skein [11|12].

SM3 [13] is the Chinese cryptographic hash function standard which is designed by X. Wang et al., and its design builds on the Merkle-Damgård construction. It is very similar to the MD4 family of hash functions and in particular to SHA-2, but introduces some additional strengthening features, such as a more complex step function and stronger message dependency than SHA-256. BLAKE [14] is a HAIFA iteration mode hash function family submitted to the NIST hash function competition by J.-P. Aumasson et al. It is based on ChaCha stream cipher [15], but a permuted copy of the input block XORed with some round constants is added before each ChaCha round. BLAKE is chosen as one of the five finalists of the SHA-3 competition, which now mainly consists of two valid variants BLAKE- 256 and BLAKE-512. In this work, we present several boomerang attacks on round-reduced SM3 and BLAKE-256.

Related Work. In the last few years, the amount of cryptanalytic results on SM3 is much lower than other hash function standards. In [16], J. Zou et al. presented the first preimage attacks on SM3 reduced to 30 steps out of 64 steps starting from step 6, and 28 steps starting from step 0. At SAC 2012, A. Kircanski et al. 17 applied the boomerang attack to SM3 compression function for $32 / 33 / 34 / 35$ steps, and gave examples of zero-sum quartets for 32 -step and 33 -step distinguishers. They also exposed a side-rotational property of SM3-XOR function and gave a slide-rotational pair for SM3XOR compression function. While incompatibility between the differential characteristics of $33 / 34 / 35$-step distinguishers are found and shown later. Then G. Wang et al. 18 proposed preimage attacks on SM3 reduced to 29/30 steps and pseudo-preimage attacks reduced to $31 / 32$ steps, with lower complexities than [16] and all from the first step (step 0), and they also converted those (pseudo) preimage attacks into pseudo-collision attacks on $29 / 30 / 31 / 32$-step SM3 for the first time. Meanwhile, F. Mendel et al. [19] provided the first security analysis of step-reduced SM3 regarding its collision resistance, and presented a collision attack for 20 steps and a free-start collision attack for 24 steps of SM3, both with practical complexity. The above are all the previous results that we are aware of on the analysis of SM3.

As for BLAKE-256, in [20] J. Li et al. presented free-start collision and (free-start) (2nd) preimage attacks on 2.5 rounds of the compression function of BLAKE-32 (BLAKE-32 with 10 rounds submitted in 2008 is the original version of the final BLAKE-256 with 14 rounds proposed in 2010). Then L. Wang et al. 21] announced 4/4.5-round free-start preimage attacks on compression function of BLAKE-32. J.-P. Aumasson et al. [22] gave near collisions on 4-round compression function
and impossible differential for 5-round keyed permutation of BLAKE-32. Then B. Su et al. [23] proposed near collision attack on 4-round compression function of BLAKE-32 with lower complexity than [22]. At FSE 2011, A. Biryukov et al. 4] presented boomerang attacks on 7 round-reduced compression function and 8 round-reduced keyed permutation of BLAKE32 , and a boomerang quartet of distinguisher on 6 round-reduced keyed permutation was also given. While there are some incompatible problems in [4] later pointed out by G. Leurent in [24]. In [25] O. Dunkelman et al. presented differential distinguisher for the keyed permutation of BLAKE-256 reduced to 6 middle rounds.

Our Contribution. In this work, we study the security of hash functions SM3 and BLAKE-256, and show the application of boomerang attack to round-reduced compression function of SM3 and keyed permutation of BLAKE-256. First, we build boomerang distinguishers for SM3 compression function on up to 34 and 35 steps with practical complexities, and examples of boomerang quartets are also given. Moreover, the distinguishers can be extended to attacks on 36, 37 and 38 steps of SM3. Then we show some incompatible problems existed in the differential characteristics used in the previous work [17]. Furthermore, we present the first valid boomerang distinguishers on up to 7 and 8 round-reduced keyed permutation of BLAKE-256. We are able to find boomerang quartets of our distinguisher on 7 round-reduced keyed permutation of BLAKE-256, which are one more round than the previous practical example [4].

With respect to the attack in the framework of boomerang distinguisher, our results of SM3 and BLAKE-256 are both the best until now. The summary of previous results and ours are given in Table 1 .

Outline. The structure of the paper is as follows. In Section 2, we give a short description of hash functions SM3 and BLAKE-256. Section 3 briefly overviews the boomerang attack. In Section 4, we present the differential characteristics and build boomerang distinguishers for step-reduced SM3 compression function. The boomerang distinguishers for roundreduced keyed permutation of BLAKE-256 are proposed in Section 5. Finally, we conclude our paper in Section 6.

## 2 Description of Hash Functions SM3 and BLAKE-256

### 2.1 SM3 Hash Function

SM3 is an iterated hash function that processes 512-bit input message blocks and produces a 256 -bit hash value. It basically consists of two parts: the message expansion and the state update transformation. A detailed description of SM3 hash function is given in [13].

Message Expansion. The message expansion of SM3 splits the 512-bit message block into 16 words $m_{i}(0 \leq i \leq 15)$, and expands them into 68 expanded message words $w_{i}(0 \leq i \leq 67)$ and 64 expanded message words $w_{i}^{\prime}(0 \leq i \leq 63)$ as follows:

$$
\begin{aligned}
& w_{i}=\left\{\begin{array}{lr}
m_{i}, & 0 \leq i \leq 15, \\
P_{1}\left(w_{i-16} \oplus w_{i-9} \oplus\left(w_{i-3} \lll 15\right)\right) \oplus\left(w_{i-13} \lll 7\right) \oplus w_{i-6}, & 16 \leq i \leq 67,
\end{array}\right. \\
& w_{i}^{\prime}=w_{i} \oplus w_{i+4}, 0 \leq i \leq 63 .
\end{aligned}
$$

Table 1. Summary of the attacks on SM3 and BLAKE-256

| hash function | attack type | target | rounds | time | source |
| :---: | :---: | :---: | :---: | :---: | :---: |
| SM3 | preimage attack | HF | 28 | $2^{241.5}$ | [16] |
|  | preimage attack | HF | 30 | $2^{249}$ |  |
|  | preimage attack | HF | 29 | $2^{245}$ | [18] |
|  | preimage attack | HF | 30 | $2^{251.1}$ |  |
|  | pseudo-preimage attack | HF | 31 | $2^{245}$ |  |
|  | pseudo-preimage attack | HF | 32 | $2^{251.1}$ |  |
|  | pseudo-collision | HF | 29 | $2^{122}$ |  |
|  | pseudo-collision | HF | 30 | $2^{125.1}$ |  |
|  | pseudo-collision | HF | 31 | $2^{122}$ |  |
|  | pseudo-collision | HF | 32 | $2^{125.1}$ |  |
|  | collision attack | HF | 20 | practical | [19] |
|  | free-start collision | CF | 24 | practical |  |
|  | boomerang distinguisher | CF | 32 | $2^{14.4}$ | [17] |
|  | boomerang distinguisher | CF | 33* | $2^{32.4}$ |  |
|  | boomerang distinguisher | CF | 34* | $2^{53.1}$ |  |
|  | boomerang distinguisher | CF | 35* | $2^{117.1}$ |  |
|  | boomerang distinguisher | CF | 34 | $2^{31.4}$ | Sect. 4 |
|  | boomerang distinguisher | CF | 35 | $2^{33.6}$ |  |
|  | boomerang distinguisher | CF | 36 | $2^{73.4}$ |  |
|  | boomerang distinguisher | CF | 37 | $2^{93}$ |  |
|  | boomerang distinguisher | CF | 38 | $2^{192}$ |  |
| BLAKE-256 | free-start collision | CF | 2.5 | $2^{112}$ | [20] |
|  | free-start (2nd) preimage | CF | 2.5 | $2^{224}$ |  |
|  | (2nd) preimage | CF | 2.5 | $2^{241}$ |  |
|  | free-start preimage | CF | 4 | $2^{224}$ | [21] |
|  | free-start preimage | CF | 4.5 | $2^{252}$ |  |
|  | impossible differential | KP | 5 | - | [22] |
|  | near collision | CF | 4 | $2^{56}$ |  |
|  | near collision | CF | 4 | $2^{21}$ | [23] |
|  | differential distinguisher | KP | 6 | $2^{456}$ | [25] |
|  | boomerang distinguisher | CF | 6 | $2^{102}$ | [4] |
|  | boomerang distinguisher | CF | 6.5* | $2^{184}$ |  |
|  | boomerang distinguisher | CF | 7* | $2^{232}$ |  |
|  | boomerang distinguisher | KP | 6 | $2^{11.75}$ |  |
|  | boomerang distinguisher | KP | 7* | $2^{122}$ |  |
|  | boomerang distinguisher | KP | 8* | $2^{242}$ |  |
|  | boomerang distinguisher | KP | 7 | $2^{37}$ | Sect. 5 |
|  | boomerang distinguisher | KP | 8 | $2^{200}$ |  |

*: the attack has some incompatible problems.

The function $P_{1}(X)$ is given by

$$
P_{1}(X)=X \oplus(X \lll 15) \oplus(X \lll 23) .
$$

State Update Transformation. The state update transformation starts from a (fixed) initial value $I V=\left(A_{0}, B_{0}, C_{0}\right.$, $\left.D_{0}, E_{0}, F_{0}, G_{0}, H_{0}\right)$ of 832 -bit words and updates them in 64 steps. In each step the two 32 -bit words $w_{i}$ and $w_{i}^{\prime}$ are used to update the state variables $A_{i}, B_{i}, C_{i}, D_{i}, E_{i}, F_{i}, G_{i}, H_{i}$ as follows:

$$
\begin{aligned}
& S S 1_{i}=\left(\left(A_{i} \lll 12\right)+E_{i}+\left(T_{i} \lll i\right)\right) \lll 7, \\
& S S 2_{i}=S S 1_{i} \oplus\left(A_{i} \lll 12\right), \\
& T T 1_{i}=F F_{i}\left(A_{i}, B_{i}, C_{i}\right)+D_{i}+S S 2_{i}+w_{i}^{\prime}, \\
& T T 2_{i}=G G_{i}\left(E_{i}, F_{i}, G_{i}\right)+H_{i}+S S 1_{i}+w_{i}, \\
& A_{i+1}=T T 1_{i}, \\
& B_{i+1}=A_{i}, \\
& C_{i+1}=B_{i} \lll 9, \\
& D_{i+1}=C_{i}, \\
& E_{i+1}=P_{0}\left(T T 2_{i}\right), \\
& F_{i+1}=E_{i}, \\
& G_{i+1}=F_{i} \lll 19, \\
& H_{i+1}=G_{i} .
\end{aligned}
$$

The step constants are $T_{i}=0 x 79 c c 4519$ for $i \in\{0, \ldots, 15\}$ and $T_{i}=0 x 7 a 879 d 8 a$ for $i \in\{16, \ldots, 63\}$. The bitwise boolean functions $F F(X, Y, Z)$ and $G G(X, Y, Z)$ used in each step are defined as follows:

$$
\begin{aligned}
& F F_{i}(X, Y, Z)=\left\{\begin{array}{lr}
X \oplus Y \oplus Z, & 0 \leq i \leq 15, \\
(X \wedge Y) \vee(X \wedge Z) \vee(Y \wedge Z), & 16 \leq i \leq 63,
\end{array}\right. \\
& G G_{i}(X, Y, Z)= \begin{cases}X \oplus Y \oplus Z, & 0 \leq i \leq 15, \\
(X \wedge Y) \vee(\neg X \wedge Z), & 16 \leq i \leq 63 .\end{cases}
\end{aligned}
$$

The linear function $P_{0}(X)$ is defined as follows:

$$
P_{0}(X)=X \oplus(X \lll 9) \oplus(X \lll 17) .
$$

After the last step of the state update transformation, the initial values are added to the output values of the last step. The result is the final hash value or the initial value for the next message block.

### 2.2 BLAKE-256 Hash Function

The hash function BLAKE-256 operates on 32-bit words and returns a 32 -byte hash value. Its compression function processes a state of 1632 -bit words represented as $4 \times 4$ matrix, and consists of three steps: Initialization, 14 iterations of Rounds and Finalization.

Initialization. In the Initialization procedure, the state is filled with a chaining value $h=h_{0}, \ldots, h_{7}$, a salt $s=s_{0}, \ldots, s_{3}$, constants $c_{0}, \ldots, c_{7}$, and a counter $t=t_{0}, t_{1}$ as follows:

$$
\left(\begin{array}{cccc}
v_{0} & v_{1} & v_{2} & v_{3} \\
v_{4} & v_{5} & v_{6} & v_{7} \\
v_{8} & v_{9} & v_{10} & v_{11} \\
v_{12} & v_{13} & v_{14} & v_{15}
\end{array}\right) \leftarrow\left(\begin{array}{cccc}
h_{0} & h_{1} & h_{2} & h_{3} \\
h_{4} & h_{5} & h_{6} & h_{7} \\
s_{0} \oplus c_{0} & s_{1} \oplus c_{1} & s_{2} \oplus c_{2} & s_{3} \oplus c_{3} \\
t_{0} \oplus c_{4} & t_{0} \oplus c_{5} & t_{1} \oplus c_{6} & t_{1} \oplus c_{7}
\end{array}\right)
$$

Round function. Once the state $v=\left(v_{0}, \ldots, v_{15}\right)$ is initialized, the compression function iterates a series of 14 rounds. Each round is a transformation of the state $v$ that computes

$$
\begin{array}{llll}
G_{0}\left(v_{0}, v_{4}, v_{8}, v_{12}\right), & G_{1}\left(v_{1}, v_{5}, v_{9}, v_{13}\right), & G_{2}\left(v_{2}, v_{6}, v_{10}, v_{14}\right), & G_{3}\left(v_{3}, v_{7}, v_{11}, v_{15}\right), \\
G_{4}\left(v_{0}, v_{5}, v_{10}, v_{15}\right), & G_{5}\left(v_{1}, v_{6}, v_{11}, v_{12}\right), & G_{6}\left(v_{2}, v_{7}, v_{8}, v_{13}\right), & G_{7}\left(v_{3}, v_{4}, v_{9}, v_{14}\right),
\end{array}
$$

where $G_{i}(a, b, c, d)$ at round $r$ is described with the following steps:

$$
\begin{aligned}
& a=a+b+\left(m_{\sigma_{r}(2 i)} \oplus c_{\sigma_{r}(2 i+1)}\right), \\
& d=(d \oplus a) \ggg 16, \\
& c=c+d, \\
& b=(b \oplus c) \ggg 12, \\
& a=a+b+\left(m_{\sigma_{r}(2 i+1)} \oplus c_{\sigma_{r}(2 i)}\right), \\
& d=(d \oplus a) \ggg 8, \\
& c=c+d, \\
& b=(b \oplus c) \ggg 7,
\end{aligned}
$$

here $\sigma_{r}$ belongs to the set of permutations as defined in Table 2. At round $r>9$, the permutation used is $\sigma_{r m o d 10}$ (for example, in the last round $r=13$, the permutation $\sigma_{13 \bmod 10}=\sigma_{3}$ is used).

Table 2. Permutations of $\{0, \ldots, 15\}$ used by the BLAKE functions

| $\sigma_{0}$ | 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 11 | 12 | 13 | 14 | 15 |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| $\sigma_{1}$ | 14 | 10 | 4 | 8 | 9 | 15 | 13 | 6 | 1 | 12 | 0 | 2 | 11 | 7 | 5 | 3 |
| $\sigma_{2}$ | 11 | 8 | 12 | 0 | 5 | 2 | 15 | 13 | 10 | 14 | 3 | 6 | 7 | 1 | 9 | 4 |
| $\sigma_{3}$ | 7 | 9 | 3 | 1 | 13 | 12 | 11 | 14 | 2 | 6 | 5 | 10 | 4 | 0 | 15 | 8 |
| $\sigma_{4}$ | 9 | 0 | 5 | 7 | 2 | 4 | 10 | 15 | 14 | 1 | 11 | 12 | 6 | 8 | 3 | 13 |
| $\sigma_{5}$ | 2 | 12 | 6 | 10 | 0 | 11 | 8 | 3 | 4 | 13 | 7 | 5 | 15 | 14 | 1 | 9 |
| $\sigma_{6}$ | 12 | 5 | 1 | 15 | 14 | 13 | 4 | 10 | 0 | 7 | 6 | 3 | 9 | 2 | 8 | 11 |
| $\sigma_{7}$ | 13 | 11 | 7 | 14 | 12 | 1 | 3 | 9 | 5 | 0 | 15 | 4 | 8 | 6 | 2 | 10 |
| $\sigma_{8}$ | 6 | 15 | 14 | 9 | 11 | 3 | 0 | 8 | 12 | 2 | 13 | 7 | 1 | 4 | 10 | 5 |
| $\sigma_{9}$ | 10 | 2 | 8 | 4 | 7 | 6 | 1 | 5 | 15 | 11 | 9 | 14 | 3 | 12 | 13 | 0 |

Finalization. After the rounds sequence, the new chain value $h^{\prime}=h_{0}^{\prime}, \ldots, h_{7}^{\prime}$ is extracted from the state $v=v_{0}, \ldots, v_{15}$ with the initial chain value $h=h_{0}, \ldots, h_{7}$ and the salt $s=s_{0}, \ldots, s_{3}$ as follows:

$$
\begin{aligned}
& h_{0}^{\prime}=h_{0} \oplus s_{0} \oplus v_{0} \oplus v_{8}, \\
& h_{1}^{\prime}=h_{1} \oplus s_{1} \oplus v_{1} \oplus v_{9}, \\
& h_{2}^{\prime}=h_{2} \oplus s_{2} \oplus v_{2} \oplus v_{10}, \\
& h_{3}^{\prime}=h_{3} \oplus s_{3} \oplus v_{3} \oplus v_{11}, \\
& h_{4}^{\prime}=h_{4} \oplus s_{0} \oplus v_{4} \oplus v_{12}, \\
& h_{5}^{\prime}=h_{5} \oplus s_{1} \oplus v_{5} \oplus v_{13}, \\
& h_{6}^{\prime}=h_{6} \oplus s_{2} \oplus v_{6} \oplus v_{14}, \\
& h_{7}^{\prime}=h_{7} \oplus s_{3} \oplus v_{7} \oplus v_{15} .
\end{aligned}
$$

## 3 The Boomerang Attack

The boomerang attack was introduced by D. Wagner in 1999 [26] as a tool for the cryptanalysis of block cipher. It is an adaptive chosen plaintext and ciphertext attack utilizing differential cryptanalysis. The cipher is treated as a cascade of two sub-ciphers, where a short differential is used in each of these sub-ciphers. These differentials are combined to exploit an adaptive chosen plaintext and ciphertext property of the cipher that has high probability. Then J. Kelsey et al. [27] further developed it into a chosen plaintext attack called the amplified boomerang attack, and later it was developed by E. Biham et al. [28] into the rectangle attack. Then E. Biham et al. 29] combined the boomerang (and the rectangle) attack with related-key differentials and proposed the related-key boomerang and rectangle attacks, which use the related-key differentials instead of the single-key differentials.

We mainly review the known-related-key boomerang attack 6] which can be used to distinguish a given permutation from a random oracle. Applying the known-related-key boomerang attack to the compression function in the MMO mode, i.e, $C F(M, K)=E(M, K)+M$ that can be decomposed into two sub-functions with $C F=C F_{1} \circ C F_{0}$, we can start from the middle steps since the message $M$ and the key $K$ can be chosen randomly (refer to [6|11]). Then we have a backward differential characteristic $\left(\beta, \beta_{k}\right) \rightarrow \alpha$ with probability $p$ for $C F_{0}^{-1}$, and another forward differential characteristic
$\left(\gamma, \gamma_{k}\right) \rightarrow \delta$ with probability $q$ for $C F_{1}$. Next the known-related-key boomerang attack can be constructed using these two differentials as follows:

- Choose a random value $X_{1}$ and $K_{1}$, compute $X_{2}=X_{1} \oplus \beta, X_{3}=X_{1} \oplus \gamma, X_{4}=X_{3} \oplus \beta$, and $K_{2}=K_{1} \oplus \beta_{k}, K_{3}=K_{1} \oplus \gamma_{k}$, $K_{4}=K_{3} \oplus \beta_{k}$.
- Compute backward from $\left(X_{i}, K_{i}\right)$ using $C F_{0}^{-1}$ to obtain $P_{i}(i=1,2,3,4)$.
- Compute forward from $\left(X_{i}, K_{i}\right)$ using $C F_{1}$ to obtain $C_{i}(i=1,2,3,4)$.
- Check whether $P_{1} \oplus P_{2}=P_{3} \oplus P_{4}=\alpha$ and $C_{1} \oplus C_{3}=C_{2} \oplus C_{4}=\delta$.

We can deduce that $P_{1} \oplus P_{2}=P_{3} \oplus P_{4}=\alpha$ and $C_{1} \oplus C_{3}=C_{2} \oplus C_{4}=\delta$ hold with probability at least $p^{2}$ in the backward direction and $q^{2}$ in the forward direction. Hence, the attack succeeds with probability $p^{2} q^{2}$ when assuming that the differentials are independent.

For a $n$-bit random permutation, there exist three types of boomerang distinguishers according to the input and output differences which are summarized by H. Yu et al. in [12].

- Type I: A quartet satisfies $P_{2} \oplus P_{1}=P_{4} \oplus P_{3}=\alpha$ and $C_{3} \oplus C_{1}=C_{4} \oplus C_{2}=\delta$ for fixed differences $\alpha$ and $\delta$. In this case, the generic complexity is $2^{n}$.
- Type II: Only $C_{3} \oplus C_{1}=C_{4} \oplus C_{2}$ is satisfied (This property is also called zero-sum or second-order differential collision). In this case, the complexity for obtaining such a quartet is $2^{n / 3}$ by using D. Wagner's generalized birthday attack [30].
- Type III: A quartet satisfies $P_{2} \oplus P_{1}=P_{4} \oplus P_{3}$ and $C_{3} \oplus C_{1}=C_{4} \oplus C_{2}$. In this case, the best known attack still takes time $2^{n / 2}$.


## 4 The Boomerang Attacks on SM3

In this section, we present the boomerang attacks on the SM3 compression function reduced to 34 and 35 steps with practical examples of boomerang quartets, and then extend the attacks to 36,37 and 38 steps. Firstly, we have to find the differential characteristics used in the attack to distinguish the target compression function from random functions. Secondly, we derive the sufficient conditions in the intermediate steps, and correct these conditions by using message modification technique. Finally, we evaluate the complexities of our attacks and search right quartet examples.

### 4.1 Step-Reduced Differential Characteristics

We give two differential characteristics which are used to attack 34-step SM3 compression function and build boomerang distinguisher, where the top differential characteristic is from step 15 to 0 , and the bottom one is from step 16 to 33 . Note that we all use the XOR difference $\Delta a=a \oplus a^{\prime}$, and let $\Delta a$ : $i$ for $1 \leq i \leq 32$ denotes that the $i$-th bit of $a$ is different from the $i$-th bit of $a^{\prime}$, and all the other bits of $a$ and $a^{\prime}$ are the same.

We start from the middle states of the distinguisher quartet $\left(V_{1}, V_{2}, V_{3}, V_{4}\right)$, and for the top characteristic, the differences of the message words $w_{i}$ and the chaining variables $A_{16}$ to $H_{16}$ are chosen as follows:
$-\Delta w_{2}: 32$ (the MSB difference), $\Delta w_{i}=0(0 \leq i \leq 15, i \neq 2)$, if we choose the message words with such differences, we will find that 13 steps (step 13 to 1 ) are passed with probability 1 . This is significant for us to get the high probability differential characteristic.

- $\Delta A_{16}: 2,3,10,12,15,19,23,27,32, \Delta B_{16}: 15,23,32, \Delta E_{16}: 2,4,10,11,19,27,28$, these differences are decided by the differences of the message words above. We can easily get the differences of the message words $\Delta w_{0}-\Delta w_{15}, \Delta w_{0}^{\prime}-\Delta w_{15}^{\prime}$ in the top characteristic from above: $\Delta w_{2}: 32, \Delta w_{2}^{\prime}: 32, \Delta w_{14}^{\prime}: 15,23,32$, and all the other message words differences are zero. Then we directly derive the differences of the chaining variables with some sufficient conditions.

For the bottom characteristic, we select the differences as follows:
$-\Delta w_{20}: 20$ (the 20-th bit difference), $\Delta w_{i}=0(21 \leq i \leq 35)$, so we can pass 11 steps (step 21 to 31 ) for free similarly.
$-\Delta C_{16}: 9,16,18,23,25,26,30,31, \Delta D_{16}: 11,20, \Delta G_{16}: 9,16,18,24,25,26,30,32, \Delta H_{16}: 1,3,4,10,12,19,20,28$, according to the differences of the message words above, also considering the compatibility with the top characteristic in the middle steps which cannot contain any contradiction, the differences of chaining variables in bottom characteristic are derived with some sufficient conditions. For example, to cancel the 9 -th and 10 -th bit differences of $w_{17}^{\prime}$, we choose the difference in $D_{17}$ only on bit 9 but not on bits 9 and 10 , because if we has difference in $D_{17}$ on bit 10 , then in step 16 the condition $A_{16,10}=B_{16,10}$ (note that $\left.C_{16}=D_{17}\right)$ cannot be satisfied in the other side $\left(V_{2}, V_{4}\right)$.

In Table 3 and Table 4 the differential characteristics for both forward and backward directions are shown. Furthermore, the conditions and probabilities for each step of the differential characteristics are given.

### 4.2 Message Modification for the Middle Steps

Here we use the message modification technique to modify the chaining values and message words to satisfy the conditions of the middle steps to improve the complexity of our attack.

In the top differential characteristic, there are 16 sufficient conditions from step 15 to 14 , which can be satisfied both in two sides $\left(V_{1}, V_{2}\right)$ and $\left(V_{3}, V_{4}\right)$ by modifying $A_{16}, B_{16}$ and $F_{16}$. Therefore, the conditions of this part (step 15 to 14$)$ can hold with probability 1.

Similarly, 59 conditions in total from step 16 to 20 in the bottom differential characteristic need to be corrected in each side. We can make all these conditions hold in one side $\left(V_{1}, V_{3}\right)$ by the message modification. Furthermore, part of the conditions in the other side $\left(V_{2}, V_{4}\right)$ can be corrected, and 14 conditions including $S S 1_{17,30}=A_{17,11}, S S 1_{17,8}=E_{17,1}$, $w_{17,8}^{\prime} \neq S S 2_{17,8}, D_{17,23}=S S 2_{17,23} \neq w_{17,24}^{\prime}, D_{17,30}=S S 2_{17,30}=D_{17,31}, w_{17,8} \neq S S 1_{17,8}, H_{17,30} \neq S S 1_{17,30}, A_{18,11}=$ $C_{18,11}, E_{18,1}=0, A_{19,20}=B_{19,20}, E_{19,20}=1$, and $H_{20,20} \neq w_{20,20}$ are satisfied randomly. As a result, all the conditions of step 16 to 20 in the bottom differential characteristic hold with probability at least $2^{-14}$, rather than the much lower average probability $2^{-2 \times 59}=2^{-118}$.

### 4.3 Complexity of the Attack

After the message modification, the boomerang distinguisher in the middle steps (14 to 20 ) holds with a much higher probability $2^{-14}$. Meanwhile, the probability of step 0 to 13 in the top characteristic is $2^{-2}$, and for step 21 to 33 in the
bottom characteristic is $2^{-17}$. So the complexity of the 34 -step boomerang distinguisher is $2^{14}+2^{2 \times(2+17)} \approx 2^{38}$. Note that it can be further reduced to $2^{14}+2^{2 \times 3} \times 3^{2+14} \approx 2^{14}+2^{31.4} \approx 2^{31.4}$ if we only obtain a zero-sum distinguisher.

Due to the low complexity, our distinguisher on up to 34-step compression function of SM3 is practical, and we are able to find boomerang quartets on a PC quickly. We give an example of 34 -step boomerang distinguisher in Table 9

### 4.4 Attacks on 35/36/37/38-Step SM3 Compression Function

35-Step Attack (Steps 0-34). Using the same top differential characteristic shown in Table 3 we add one more step as the new 16-th step in the bottom differential characteristic as illustrated in Table 5 to mount a 35 -step attack. So the step where the single bit difference has been set in the message word $w_{i}$ in the bottom differential characteristic should slip to step 21. Now we look at the choice of differences in bottom differential characteristic, if we still use the same bit difference on bit 20 in $w_{21}$, some contradictions will emerge, and through theoretical derivation and program tests we find that only the 24 -th bit difference in $w_{21}$ is applicable and compatible between the two differential characteristics. We correct all conditions in the side $\left(V_{1}, V_{2}\right)$ and part of conditions (12 conditions) in the other side $\left(V_{3}, V_{4}\right)$ in steps 15 to 14 of the top differential characteristic, and all conditions in the side $\left(V_{1}, V_{3}\right)$ in steps 16 to 21 of the bottom differential characteristic. The remaining conditions in middle steps (14 to 21) have not been dealt with. So in theory the boomerang distinguisher in the middle steps holds with probability $2^{-46}$. However, according to our experiments, on average, only about 32 conditions in the middle steps have not been corrected. As a result, the complexity of 35 -step boomerang distinguisher is about $2^{32}+2^{2 \times 3} \times 3^{2+15} \approx 2^{32}+2^{33} \approx 2^{33.6}$, and the practical example of 35 -step boomerang distinguisher quartet can be found on a PC, see Table 10

36-Step Attack (Steps 0-35). The 36-step attack is obtained with the same differential characteristics as 35 -step attack by adding one step in the top differential characteristic as the new first step, where the top differential characteristic is from step 0 to 16 and the bottom one is from step 17 to 35 . In order to keep the probability of connection part between the top and bottom differential characteristics mostly unchanged, we change the differences of the top differential characteristic slightly: $\Delta w_{0}: 4,5,7,12,20,21,22,28,30, \Delta w_{3}: 32, \Delta w_{i}=0(0 \leq i \leq 15, i \neq 0,3), \Delta A_{17}: 2,3,10,12,19,27, \Delta B_{17}: 15,23,32$, $\Delta E_{17}: 2,4,10,11,19,27,28$, see Table 6 . The complexity of the 36 -step attack is about $2^{32}+2^{2 \times(2+3)} \times 3^{25+15} \approx 2^{32}+2^{73.4} \approx$ $2^{73.4}$.

37/38-Step Attack (Steps 0-36/37). Extending the 36 -step boomerang distinguisher for one step at the end of the top differential characteristic, we get a 37 -step attack with a complexity of $2^{93}+2^{2 \times(2+3)} \times 3^{25+15} \approx 2^{93}+2^{73.4} \approx 2^{93}$ by using the message modification technique. Then with the same top differential characteristic, we add one more step after the 37 -step boomerang distinguisher, and obtain a 38 -step attack on SM3 with complexity $2^{93}+2^{2 \times(2+3+25+15+51)}=2^{93}+2^{192} \approx 2^{192}$. As illustrated in Table 6 and Table 7 we give the details of the top and bottom differential characteristics used in the boomerang attacks on 37 and 38 steps compression function of SM3.

Remark: For the $34 / 35 / 36 / 37$-step attacks on SM3, we use the Type III boomerang distinguisher (see Sect. 3), and the complexity for the best algorithm is $2^{128}$; for the 38 -step attack on SM3, we use the Type I boomerang distinguisher, and the generic complexity is about $2^{256}$.

### 4.5 The Incompatibility of Previous Boomerang Attacks on SM3

In [17, boomerang distinguisher for SM3 compression function reduced to 33 steps and the corresponding example of zero-sum quartet are given. However, we find that the proposed example of quartet is not consistent with the differential characteristics shown in that paper. According to the differences of the given example, it is supposed to be generated by adding one step after their 32-step distinguisher. Then we study the given 33-step boomerang distinguisher in [17] and find some contradictions between the two differential characteristics.

For the differences in step 20 in the bottom differential characteristic, it is easy to deduce that $D_{20,28}=C_{19,28}=B_{18,19}=$ $A_{17,19}=T T 1_{16,19}=D_{16,19}$, so the condition $D_{20,28} \neq w_{20,28}^{\prime}$ in step 20 can be rewritten as $D_{16,19} \neq w_{20,28}^{\prime}$. From the top differential characteristic, we get that $\Delta D_{16}=0\left(\right.$ so $\left.\Delta D_{16,19}=0\right), \Delta w_{20,28}^{\prime}=1$ (according to the message expansion), so the condition $D_{20,28} \neq w_{20,28}^{\prime}$ in step 20 cannot be satisfied in the other side $\left(V_{2}, V_{4}\right)$ for the bottom differential characteristic. Hence, the 33 -step boomerang distinguisher in 17] cannot work in fact. Since their 34 -step and 35 -step distinguishers are constructed by adding one and two steps after the 33 -step distinguisher, those two attacks cannot work either. We can correct the bottom differential characteristic by simply changing the single bit difference of message word $w_{20}$ from bit 28 to 20 .

## 5 The Boomerang Attacks on BLAKE-256

Similar to above, there are also incompatible problems in previous boomerang attacks on BLAKE-256 [4], and the detailed contradictions are shown in [24]. In this section, we give two alternative differential characteristics, and the first valid 7-round and 8 -round boomerang attacks on keyed permutation of BLAKE-256 are mounted. Note that the keyed permutation of BLAKE-256 can be seen as the internal cipher of BLAKE-256, which excludes the Initialization and Finalization procedures.

7-Round Boomerang Attack on Keyed Permutation of BLAKE-256. Through comparing the probabilities of differential characteristics, we carefully choose the middle round where two differential characteristics are combined, which is round 6.5 , to build the 7 -round boomerang distinguisher for keyed permutation of BLAKE-256. We use two 3.5 -round differential characteristics with highest probabilities than others, i.e. the top differential characteristic is from round 3 to round 6.5 and the bottom one is from round 6.5 to round 10 . The differences of message words and chaining variables are selected as follows:
$-\Delta m_{5}: 21$ for the top characteristic,
$-\Delta m_{11}: 32$ for the bottom characteristic,

- Then set the differences of chaining variables which are basically decided by the differences of message words.

Table 8 gives the top and bottom differential characteristics used for 7-round boomerang attack on BLAKE-256.
Similar to the attacks on SM3, the message modification technique is used to correct the conditions of middle rounds to improve our attack. By modifying chaining variables $v_{i}(\mathrm{i}=0, \ldots, 15)$ of round 6.5 and message words $m_{i}(\mathrm{i}=0, \ldots, 15)$, 29 conditions in $G_{0} \sim G_{3}$ of round 6,40 conditions in $G_{4} \sim G_{7}$ of round 6,2 conditions in round 5 and 2 conditions in round 7 can be satisfied in both two sides. After message modification, the conditions of this part (rounds 5 to 7) can hold with probability at least $2^{-4}$. As a result, the boomerang distinguisher on 7 rounds keyed permutation of BLAKE-256 has the complexity $2^{2 \times(1+4))} \times 3^{16+1} \approx 2^{10} \times 2^{27}=2^{37}$. Due to the practical complexity, we can obtain the boomerang quartet which is one more round than the previous best result [4]. See Table 11.

8-Round Boomerang Attack on Keyed Permutation of BLAKE-256. As shown in Table 8, we just extend the differential characteristics used in 7-round attack for additional half round both in forward and backward directions, and obtain a 8 -round boomerang distinguisher for keyed permutation of BLAKE- 256 with complexity $2^{2 \times(54+16+1+4+1+24)}=$ $2^{200}$ 。

Remark: Similar to attacks on SM3, we use the Type III boomerang distinguisher for the 7-round attack on BLAKE256, and Type I boomerang distinguisher for the 8-round attack on BLAKE-256.

## 6 Conclusion

This paper presents boomerang attacks on Chinese cryptographic hash function standard SM3 and the NIST SHA-3 finalist BLAKE-256. We propose boomerang distinguishers for the compression function of SM3 reduced to $34 / 35 / 36 / 37 / 38$ steps out of 64 steps, and give examples of boomerang distinguishers on up to 34 -step and 35 -step SM3. Besides, we point out the incompatible problems existed in the previous attacks on SM3. Then we present boomerang distinguishers on 7 and 8 round-reduced keyed permutation of BLAKE- 256 out of 14 rounds, which are the first valid boomerang results on 7 -round and 8-round keyed permutation of BLAKE-256. Also, we give a boomerang quartet of the distinguisher on 7 -round keyed permutation of BLAKE-256 for the first time. All these results are the best as far as we know.
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## A Differential Characteristics for Boomerangs of SM3 and BLAKE-256

Table 3. Differential characteristic for steps $0-15$ used in the boomerang attack on 34 -step CF of SM3

| $i$ | chaining variables | message | conditions | prob |
| :---: | :---: | :---: | :---: | :---: |
| 0 | $\begin{aligned} & \hline B_{0}: 23 \\ & C_{0}: 32 \\ & D_{0}: 23,32 \\ & F_{0}: 13 \\ & G_{0}: 32 \\ & H_{0}: 13,32 \end{aligned}$ |  | $\begin{aligned} & \hline\left(A_{0} \oplus B_{0} \oplus C_{0}\right)_{23} \neq D_{0,23}, \\ & \left(E_{0} \oplus F_{0} \oplus G_{0}\right)_{13} \neq H_{0,13}, \end{aligned}$ | $2^{-2}$ |
| 1 | $\begin{aligned} & C_{1}: 32 \\ & D_{1}: 32 \\ & G_{1}: 32 \\ & H_{1}: 32 \end{aligned}$ |  |  | 1 |
| 2 | $\begin{aligned} & D_{2}: 32 \\ & H_{2}: 32 \end{aligned}$ | $\begin{aligned} & w_{2}: 32 \\ & w_{2}^{\prime}: 32 \end{aligned}$ |  | 1 |
| 3 |  |  |  | 1 |
| $\vdots$ | $\vdots$ | : | ! | : |
| 14 |  | $w_{14}^{\prime}: 15,23,32$ | $T T 1_{14, i}=w_{14, i}^{\prime}(i=15,23)$, | $2^{-2}$ |
| 15 | $A_{15}: 15,23,32$ |  | $\begin{aligned} & S S 1_{15,(2,10,19)}=A_{15,(15,23,32)} \\ & T T 1_{15, i}=\left(A_{15} \oplus B_{15} \oplus C_{15}\right)_{i}(i=15,23), \\ & T T 1_{15, i}=S S 2_{15, i}(i=2,3,10,12,19,27) \\ & T T 2_{15, i}=S S 1_{15, i}(i=2,10,19) . \\ & \hline \end{aligned}$ | $2^{-14}$ |
| 16 | $\begin{gathered} A_{16}: 2,3,10,12,15, \\ 19,23,27,32 \\ B_{16}: 15,23,32 \\ E_{16}: \\ \quad 2,4,10,11,19, \\ \\ 27,28 \end{gathered}$ |  |  | - |

Table 4. Differential characteristic for steps 16-33 used in the boomerang attack on 34 -step CF of SM3

| $i$ | chaining variables | message | conditions | prob |
| :---: | :---: | :---: | :---: | :---: |
| 16 | $C_{16}: 9,16,18,23,25,26,30$,  <br>  31 <br> $D_{16}: 11,20$  <br> $G_{16}: 9,16,18,24,25,26,30$,  <br>  32 <br> $H_{16}: 1,3,4,10,12,19,20,28$  | $w_{16}^{\prime}: 20$ | $\begin{aligned} & A_{16, i}=B_{16, i}(i=9,16,18,23,25,26,30,31) \\ & D_{16,20} \neq w_{16,20}^{\prime}, T T 1_{16,11}=D_{16,11} \\ & E_{16, i}=1(i=9,16,24,25,26,30,32), E_{16,18}=0 \\ & T T 2_{16, i}=H_{16, i}(i=1,3,4,10,12,19,20,28) \\ & T T 2_{16,18}=G_{16,18} \end{aligned}$ | $2^{-27}$ |
| 17 | $\begin{aligned} & \hline A_{17}: 11 \\ & D_{17}: 9,16,18,23,25,26,30 \\ & \quad 31 \\ & E_{17}: 1 \\ & H_{17}: 9,16,18,24,25,26,30 \\ & \quad 32 \end{aligned}$ | $w_{17}:$ $8,9,10$, <br>  $16,18,24$, <br>  $25,27,32$ <br> $w_{17}^{\prime}:$ $8,9,10$, <br>  $16,18,24$, <br>  $25,27,32$ | $\begin{aligned} & S S 1_{17,30}=A_{17,11}, S S 1_{17,8}=E_{17,1}, \\ & B_{17,11}=C_{17,11}, w_{17,8}^{\prime} \neq S S 2_{17,8}, \\ & D_{17,9}=w_{17,9}^{\prime} \neq w_{17,10}^{\prime}, D_{17, i} \neq w_{17, i}^{\prime}(i=16,18), \\ & D_{17,23}=S S 2_{17,23} \neq w_{17,24}^{\prime} \\ & D_{17,25}=w_{17,25}^{\prime}=D_{17,26} \neq w_{17,27}^{\prime}, \\ & D_{17,30}=S S 2_{17,30}=D_{17,31}, \\ & F_{17,1}=G_{17,1}, w_{17,8} \neq S S 1_{17,8}, \\ & H_{17,9}=w_{17,9} \neq w_{17,10} \\ & H_{17, i} \neq w_{17, i}(i=16,18,24), \\ & H_{17,25}=w_{17,25}=H_{17,26} \neq w_{17,27}, \\ & H_{17,30} \neq S S 1_{17,30}, \end{aligned}$ | $2^{-26}$ |
| 18 | $\begin{aligned} & B_{18}: 11 \\ & F_{18}: 1 \\ & \hline \end{aligned}$ |  | $\begin{aligned} & A_{18,11}=C_{18,11} \\ & E_{18,1}=0, \end{aligned}$ | $2^{-2}$ |
| 19 | $\begin{aligned} & C_{19}: 20 \\ & G_{19}: 20 \\ & \hline \end{aligned}$ |  | $\begin{aligned} & A_{19,20}=B_{19,20} \\ & E_{19,20}=1, \end{aligned}$ | $2^{-2}$ |
| 20 | $\begin{aligned} & D_{20}: 20 \\ & H_{20}: 20 \end{aligned}$ | $\begin{aligned} & w_{20}: 20 \\ & w_{20}^{\prime}: 20 \\ & \hline \end{aligned}$ | $\begin{aligned} & D_{20,20} \neq w_{20,20}^{\prime} \\ & H_{20,20} \neq w_{20,20} \end{aligned}$ | $2^{-2}$ |
| 21 |  |  |  | 1 |
| : | $\vdots$ | $\vdots$ | : | $\vdots$ |
| 32 |  | $w_{32}^{\prime}: 3,11,20$ | $T T 1_{32, i}=w_{32, i}^{\prime}(i=3,11,20)$, | $2^{-3}$ |
| 33 | $A_{33}: 3,11,20$ |  | $\begin{aligned} & S S 1_{33,(22,30,7)}=A_{33,(3,11,20)} \\ & B_{33, i}=C_{33, i}(i=3,11,20) \\ & T T 1_{33, i}=S S 2_{33, i}(i=7,15,22,23,30), \\ & T T 2_{33, i}=S S 1_{33, i}(i=7,22,30) \\ & \hline \end{aligned}$ | $2^{-14}$ |
| 34 | $\begin{aligned} & A_{34}: 7,15,22,23,30,32 \\ & B_{34}: 3,11,20 \\ & E_{34}: 7,15,16,22,24,30,31 \end{aligned}$ |  |  | - |

Table 5. Differential characteristic for steps 16-34 used in the boomerang attack on 35 -step CF of SM3

| $i$ | chaining variables | message | conditions | prob |
| :---: | :---: | :---: | :---: | :---: |
| 16 | $B_{16}: 4,5,11,13,18,20,21,25$, 26 $C_{16}: 15,22,23$ $F_{16}: 1,3,9,12,15,17,26$ $G_{16}: 5,7,8,14,16,23,24,32$ |  | $\begin{aligned} & \hline A_{16, i}=B_{16, i}(i=15,22,23), \\ & A_{16, i}=C_{16, i} \\ & (i=4,5,11,13,18,20,21,25,26), \\ & E_{16, i}=0(i=1,3,9,12,15,17,26), \\ & E_{16, i}=1(i=5,7,8,14,16,23,24,32), \end{aligned}$ | $2^{-27}$ |
| 17 | $\begin{aligned} C_{17} & : 2,3,13,14,20,22,27,29, \\ & 30 \\ D_{17} & : 15,22,23 \\ G_{17} & : 2,4,13,20,22,28,31 \\ H_{17} & : 5,7,8,14,16,23,24,32 \end{aligned}$ | $w_{17}^{\prime}: 24$ | $\begin{aligned} & A_{17, i}=B_{17, i}(i=2,3,13,14,20,27,29,30), \\ & A_{17,22} \neq B_{17,22}, T T 1_{17,15}=D_{17,15}, \\ & C_{11,22}=D_{17,22}=D_{17,23} \neq w_{11,24}^{\prime}, \\ & E_{17, i}=1(i=2,4,13,20,28,31), \\ & E_{17,22}=0, T T 2_{17,22}=G_{17,22}, \\ & T T 2_{17, i}=H_{17, i}(i=5,7,8,14,16,23,24), \end{aligned}$ | $2^{-28}$ |
| 18 | $\begin{aligned} & A_{18}: 15 \\ & D_{18}: 2,3,13,14,20,22,27,29, \\ & \quad 30 \\ & E_{18}: 5 \\ & H_{18}: 2,4,13,20,22,28,31 \end{aligned}$ | $w_{18}: 4,12,13$, $14,20,22$, $28,29,31$ $w_{18}^{\prime}: 4,12,13$, $14,20,22$, $28,29,31$ | $\begin{aligned} & S S 1_{18,2}=A_{18,15}, S S 1_{18,12}=E_{18,5}, \\ & D_{18,2}=S S 2_{18,2}=D_{18,3} \neq w_{18,4}^{\prime}, \\ & S S 2_{18,12} \neq w_{18,12}^{\prime}, \\ & \left.D_{18, i} \neq w_{18, i}^{\prime} i=13,14,20,22\right), \\ & D_{18,27}=S S 2_{18,27} \neq w_{18,28}^{\prime} \\ & D_{18,2}=w_{18,29}^{\prime}=D_{18,30}^{\prime} \neq w_{18,31}^{\prime}, \\ & B_{18,15}=C_{18,15}, S S 1_{18,12} \neq w_{18,12}, \\ & H_{1, i, i} \neq w_{18, i}(i=4,20,22,31), \\ & H_{18, i}=w_{18, i} \neq w_{18, i+1}(i=13,28), \\ & H_{18,2} \neq S S_{18,2}, F_{18,5}=G_{18,5}, \end{aligned}$ | $2^{-27}$ |
| 19 | $\begin{aligned} & B_{19}: 15 \\ & F_{19}: 5 \end{aligned}$ |  | $\begin{aligned} & A_{19,15}=C_{19,15}, \\ & E_{19,5}=0, \end{aligned}$ | $2^{-2}$ |
| 20 | $\begin{aligned} & C_{20}: 24 \\ & G_{20}: 24 \end{aligned}$ |  | $\begin{aligned} & A_{20,24}=B_{20,24}, \\ & E_{20,24}=1, \end{aligned}$ | $2^{-2}$ |
| 21 | $\begin{aligned} & D_{21}: 24 \\ & H_{21}: 24 \end{aligned}$ | $\begin{aligned} & w_{21}: 24 \\ & w_{21}^{\prime}: 24 \end{aligned}$ | $\begin{aligned} & D_{21,24} \neq w_{21,24}^{\prime}, \\ & H_{21,24} \neq w_{21,24}, \end{aligned}$ | $2^{-2}$ |
| 22 |  |  |  | 1 |
|  |  |  |  |  |
| 33 |  | $w_{33}^{\prime}: 7,15,24$ | $T T 1_{33, i}=w_{33, i}^{\prime}(i=7,15,24)$, | $2^{-3}$ |
| 34 | $A_{34}: 7,15,24$ |  | $\begin{aligned} & S S 1_{34,(26,2,11)}=A_{34,(7,15,24)}, \\ & B_{34, i}=C_{34, i}(i=7,15,24), \\ & T T 1_{34, i}=S S 2_{34, i} \\ & (i=2,4,11,19,26,27), \\ & T T 2_{34, i}=S S 1_{34, i}(i=2,11,26) . \end{aligned}$ | $2^{-15}$ |
| 35 | $A_{35}: 2,4,11,19,26,27$ $B_{35}: 7,15,24$ $E_{35}: 2,3,11,19,20,26,28$ |  |  | - |

Table 6. Differential characteristic for steps 0-16(17) used in the boomerang attacks on 36(37/38)-step CF of SM3

| $i$ | chaining variables | message | conditions | prob |
| :---: | :---: | :---: | :---: | :---: |
| 0 | $\begin{aligned} & \hline \hline A_{0}: 23 \\ & B_{0}: 23 \\ & C_{0}: 23,32 \\ & D_{0}: 3,4,5,7,10,12,21,22, \\ & \quad 23,28,30,32 \\ & E_{0}: 13 \\ & F_{0}: 13 \\ & G_{0}: 13,32 \\ & H_{0}: 4,5,7,10,12,13,21, \\ & \quad 22,28,30,32 \\ & \hline \end{aligned}$ | $\begin{gathered} \hline \hline w_{0}: 4,5,7,12, \\ 20,21,22, \\ 28,30 \\ w_{0}^{\prime}: 4,5,7,12, \\ 20,21,22, \\ 28,30 \end{gathered}$ | $\begin{aligned} & S S 1_{0,10}=A_{0,23}, S S 1_{0,20}=E_{0,13} \\ & D_{0,23} \neq\left(A_{0} \oplus B_{0} \oplus C_{0}\right)_{23} \\ & D_{0, i} \neq S S 2_{0, i}(i=3,10) \\ & D_{0, i} \neq w_{0, i}^{\prime}(i=4,5,7,12,21,22,28,30) \\ & S S 2_{0,20} \neq w_{0,20}^{\prime}, H_{0,13} \neq\left(E_{0} \oplus F_{0} \oplus G_{0}\right)_{13} \\ & H_{0, i} \neq w_{0, i}(i=4,5,7,12,21,22,28,30) \\ & H_{0,10} \neq S S 1_{0,10}, S S 1_{0,20} \neq w_{0,20} \end{aligned}$ | $2^{-25}$ |
| 1 | $\begin{aligned} & \hline B_{1}: 23 \\ & C_{1}: 32 \\ & D_{1}: 23,32 \\ & F_{1}: 13 \\ & G_{1}: 32 \\ & H_{1}: 13,32 \\ & \hline \end{aligned}$ |  | $\begin{aligned} & \left(A_{1} \oplus B_{1} \oplus C_{1}\right)_{23} \neq D_{1,23}, \\ & \left(E_{1} \oplus F_{1} \oplus G_{1}\right)_{13} \neq H_{1,13}, \end{aligned}$ | $2^{-2}$ |
| 2 | $\begin{aligned} & \hline C_{2}: 32 \\ & D_{2}: 32 \\ & G_{2}: 32 \\ & H_{2}: 32 \end{aligned}$ |  |  | 1 |
| 3 | $\begin{aligned} & D_{3}: 32 \\ & H_{3}: 32 \end{aligned}$ | $\begin{aligned} & w_{3}: 32 \\ & w_{3}^{\prime}: 32 \end{aligned}$ |  | 1 |
| 4 |  |  |  | 1 |
| ! | $\vdots$ | $\vdots$ | $\vdots$ | $\vdots$ |
| 15 |  | $w_{15}^{\prime}: 15,23,32$ | $T T 1_{15, i}=w_{15, i}^{\prime}(i=15,23)$, | $2^{-2}$ |
| 16 | $A_{16}: 15,23,32$ |  | $\begin{aligned} & S S 1_{16,(2,10,19)}=A_{16,(15,23,32)} \\ & B_{15, i}=C_{15, i}(i=15,23,32) \\ & T T 1_{15, i}=S S 2_{15, i}(i=2,3,10,12,19,27), \\ & T T 2_{16, i}=S S 1_{16, i}(i=2,10,19) \end{aligned}$ | $2^{-15}$ |
| 17 | $\begin{aligned} & A_{17}: 2,3,10,12,19,27 \\ & B_{17}: 15,23,32 \\ & E_{17}: 2,4,10,11,19,27,28 \end{aligned}$ |  | $\begin{aligned} & S S 1_{17,(21,22,29,31,6,14)}=A_{17,(2,3,10,12,19,27)}, \\ & S S 1_{17,(9,11,17,18,26,2,3)}=E_{17,(2,4,10,11,19,27,28)} \\ & B_{17, i}=C_{17, i}(i=10,12,19,27) \\ & B_{17, i} \neq C_{17, i}(i=2,3), A_{17,15} \neq C_{17,15} \\ & A_{17, i}=C_{17, i}(i=23,32), S S 2_{17,15} \neq B_{17,15} \\ & S S 2_{17, i} \neq A_{17, i}(i=2,3), T T 1_{17, i}=S S 2_{17, i} \\ & (i=6,7,9,11,17,18,21,24,26,29) \\ & F_{17, i} \neq G_{17, i}(i=2,11), \\ & F_{17, i}=G_{17, i}(i=4,10,19,27,28) \\ & S S 1_{17, i} \neq\left(\left(E_{17} \wedge F_{17}\right) \vee\left(\neg E_{17} \wedge G_{17}\right)\right)_{i} \\ & (i=2,11), \\ & T T 2_{17, i}=S S 1_{17, i} \\ & (i=3,6,9,14,17,18,21,22,26,29,31) \end{aligned}$ | $2^{-55}$ |
| 18 | $A_{18}:$ $6,7,9,11,17,18,21$, <br>  $24,26,29$ <br> $B_{18}:$ $2,3,10,12,19,27$ <br> $C_{18}:$ $9,24,32$ <br> $E_{18}:$ $2,3,6,7,8,9,11,12$, <br>  $15,16,17,20,21,22$, <br>  $26,27,29,30,31$ <br> $F_{18}:$ $2,4,10,11,19,27,28$ |  |  | - |

Table 7. Differential characteristic for steps 18-36(37) used in the boomerang attacks on 37(38)-step CF of SM3

| $i$ | chaining variables | message | conditions | prob |
| :---: | :---: | :---: | :---: | :---: |
| 18 | $\begin{aligned} & \hline B_{18}: 4,5,11,13,18,20,21,25,26 \\ & C_{18}: 15,22,23 \\ & F_{18}: 1,3,9,12,15,17,26 \\ & G_{18}: 5,7,8,14,16,23,24,32 \\ & \hline \end{aligned}$ |  | $\begin{aligned} & \hline A_{18, i}=B_{18, i}(i=15,22,23) \\ & A_{18, i}=C_{18, i}(i=4,5,11,13,18,20,21,25,26), \\ & E_{18, i}=0(i=1,3,9,12,15,17,26) \\ & E_{18, i}=1(i=5,7,8,14,16,23,24,32), \end{aligned}$ | $2^{-27}$ |
| 19 | $\begin{aligned} & C_{19}: 2,3,13,14,20,22,27,29,30 \\ & D_{19}: 15,22,23 \\ & G_{19}: 2,4,13,20,22,28,31 \\ & H_{19}: 5,7,8,14,16,23,24,32 \end{aligned}$ | $w_{19}^{\prime}: 24$ | $\begin{aligned} & A_{19, i}=B_{19, i}(i=2,3,13,14,20,27,29,30) \\ & A_{19,22} \neq B_{19,22}, T T 1_{19,15}=D_{19,15} \\ & C_{19,22}=D_{19,22}=D_{19,23} \neq w_{19,24}^{\prime}, \\ & E_{19, i}=1(i=2,4,13,20,28,31), E_{19,22}=0 \\ & T T 2_{19, i}=H_{19, i}(i=5,7,8,14,16,23,24) \\ & T T 2_{19,22}=G_{19,22} \end{aligned}$ | $2^{-28}$ |
| 20 | $\begin{aligned} & \hline A_{20}: 15 \\ & D_{20}: 2,3,13,14,20,22,27,29,30 \\ & E_{20}: 5 \\ & H_{20}: 2,4,13,20,22,28,31 \end{aligned}$ | $w_{20}: 4,12,13$, $14,20,22$, $28,29,31$ $w_{20}^{\prime}: 4,12,13$, $14,20,22$, $28,29,31$ | $\begin{aligned} & S S 1_{20,2}=A_{20,15}, S S 1_{20,12}=E_{20,5}, \\ & D_{20,2}=S S 2_{20,2}=D_{20,3} \neq w_{20,4}^{\prime}, \\ & S S 2_{20,12} \neq w_{20,12}^{\prime}, D_{20, i} \neq w_{20, i}^{\prime}(i=13,14,20,22), \\ & D_{20,2}=S S 2_{20,27} \neq w_{20,28}^{\prime}, \\ & D_{20,2}=w_{20,29}^{\prime}=D_{20,30} \neq w_{20,31}^{\prime}, \\ & B_{20,15}=C_{20,15}, S S 1_{20,12} \neq w_{20,12}, \\ & H_{20, i} \neq w_{20, i}(i=4,20,22,31), \\ & H_{20, i}=w_{20, i} \neq w_{20, i+1}(i=13,28), \\ & H_{20,2} \neq S S 1_{20,2}, F_{20,5}=G_{20,5}, \\ & \hline \end{aligned}$ | $2^{-27}$ |
| 21 | $\begin{aligned} & B_{21}: 15 \\ & F_{21}: 5 \end{aligned}$ |  | $\begin{aligned} & A_{21,15}=C_{21,15}, \\ & E_{21,5}=0, \end{aligned}$ | $2^{-2}$ |
| 22 | $\begin{aligned} & C_{22}: 24 \\ & G_{22}: 24 \end{aligned}$ |  | $\begin{aligned} & A_{22,24}=B_{22,24} \\ & E_{22,24}=1 \end{aligned}$ | $2^{-2}$ |
| 23 | $\begin{aligned} & D_{23}: 24 \\ & H_{23}: 24 \\ & \hline \end{aligned}$ | $\begin{aligned} & w_{23}: 24 \\ & w_{23}^{\prime}: 24 \\ & \hline \end{aligned}$ | $\begin{aligned} & D_{23,24} \neq w_{23,24}^{\prime}, \\ & H_{23,24} \neq w_{23,24}, \end{aligned}$ | $2^{-2}$ |
| 24 |  |  |  | 1 |
| $\vdots$ | $\vdots$ | $\vdots$ | $\vdots$ | ! |
| 35 |  | $w_{35}^{\prime}: 7,15,24$ | $T T 1_{35, i}=w_{35, i}^{\prime}(i=7,15,24)$, | $2^{-3}$ |
| 36 | $A_{36}: 7,15,24$ |  | $\begin{aligned} & S S 1_{36,(26,2,11)}=A_{36,(7,15,24)} \\ & B_{36, i}=C_{36, i}(i=7,15,24) \\ & T T 1_{36, i}=S S 2_{36, i}(i=2,4,11,19,26,27) \\ & T T 2_{36, i}=S S 1_{36, i}(i=2,11,26) \end{aligned}$ | $2^{-15}$ |
| 37 | $\begin{aligned} & A_{37}: 2,4,11,19,26,27 \\ & B_{37}: 7,15,24 \\ & E_{37}: 2,3,11,19,20,26,28 \end{aligned}$ |  | $\begin{aligned} & S S 1_{37,9} \neq E_{37,2} \neq E_{37,3} \\ & S S 1_{37,26} \neq E_{37,19} \neq E_{37,20} \\ & S S 1_{37,(18,1,3)}=E_{37,(11,26,28)}, \\ & S S 1_{37,(21,23,30,6,13,14)}=A_{37,(2,4,11,19,26,27)} \\ & \left.C_{37, i}=B_{37, i} i=2,4,11,19,27\right), C_{37,26} \neq B_{37,26} \\ & \left.C_{37, i}=A_{37, i} i=15,24\right), C_{37,7} \neq A_{37,7} \\ & S S 2_{37,7} \neq B_{37,7}, S S 2_{37,26} \neq A_{37,26} \\ & T T 1_{37, i}=S S 2_{37, i}(i=1,3,9,13,16,18,21,30,31), \\ & F_{37, i}=G_{37, i}(i=2,11,19,20,28) \\ & F_{37, i} \neq G_{37, i}(i=3,26) \\ & S S 1_{37, i} \neq\left(\left(E_{37} \wedge F_{37}\right) \vee\left(\neg E_{37} \wedge G_{37}\right)\right)_{i}(i=3,26), \\ & T T 2_{37, i}=S S 1_{37, i}(i=1,6,9,13,14,18,21,23,30) \end{aligned}$ | $2^{-51}$ |
| 38 | $A_{38}: 1,3,9,13,16,18,21,30,31$ $B_{38}: 2,4,11,19,26,27$ $C_{38}: 1,16,24$ $E_{38}: 1,3,7,8,9,10,13,14,18,21$, $\quad 22,23,26,27,30,31,32$ $F_{38}: 2,3,11,19,20,26,28$ |  |  | - |

Table 8. Differential characteristics used in the boomerang attacks on 7 and 8 rounds of KP of BLAKE-256

| message | $m_{5}: 21$ |  |
| :---: | :---: | :---: |
| $i$ | chaining variables | prob |
| 2.5 | $\begin{aligned} & v_{0}: 5 \\ & v_{1}: 1,13,29 \\ & v_{2}: 1,9,17,20,25,28 \\ & v_{3}: 1,8,12,24,28 \\ & v_{4}: 8,24 \\ & v_{5}: 21 \\ & v_{6}: 1,13,21,29 \\ & v_{7}: 1,5,8,9,13,17,20,21,25,29 \\ & v_{8}: 5,13,21,29 \\ & v_{9}: 1 \\ & v_{10}: 5,29 \\ & v_{11}: 5,13,29 \\ & v_{12}: 5 \\ & v_{13}: 5,8,13,21,28,29 \\ & v_{14}: 1,12,17,28 \\ & v_{15}: 13 \end{aligned}$ | $2^{-54}$ |
| 3 | $\begin{aligned} & v_{0}: 5,21 \\ & v_{3}: 1 \\ & v_{4}: 5,21 \\ & v_{7}: 1,21 \\ & v_{8}: 5,13,21,29 \\ & v_{11}: 21 \\ & v_{12}: 13,29 \\ & v_{15}: 21 \end{aligned}$ | $2^{-16}$ |
| 4 | $v_{1}: 21$ | $2^{-1}$ |
| 5 |  | $2^{-2}$ |
| 6 | $\begin{aligned} & \hline v_{1}: 21 \\ & v_{6}: 6 \\ & v_{11}: 13 \\ & v_{12}: 13 \end{aligned}$ | $2^{-29}$ |
| 6.5 | $\begin{aligned} & v_{0}: 17,21 \\ & v_{1}: 21,25 \\ & v_{2}: 6,10,26 \\ & v_{3}: 1 \\ & v_{4}: 2,6,10,14,22 \\ & v_{5}: 6,10,18,22,30 \\ & v_{6}: 3,7,11,15,19,23,27 \\ & v_{7}: 6,18,26 \\ & v_{8}: 9,13,21,29 \\ & v_{9}: 5,13,17,29 \\ & v_{10}: 2,14,18,22,30 \\ & v_{11}: 13,25 \\ & v_{12}: 9,13,21 \\ & v_{13}: 13,17,29 \\ & v_{14}: 2,14,18,30 \\ & v_{15}: 25 \end{aligned}$ | - |


| message | $m_{11}: 32$ |  |
| :---: | :---: | :---: |
| $i$ | chaining variables | prob |
| 6.5 | $\begin{aligned} & v_{0}: 3,7,19,23,32 \\ & v_{1}: 16,32 \\ & v_{2}: 8,12,24,32 \\ & v_{3}: 4,7,12,16,20,28,31 \\ & v_{4}: 4,8,12,19,20,24,28,31 \\ & v_{5}: 3,12,19,32 \\ & v_{7}: 8,12,24,32 \\ & v_{8}: 8,16,24,32 \\ & v_{10}: 12 \\ & v_{11}: 16,32 \\ & v_{13}: 32 \\ & v_{14}: 7,16,19 \\ & v_{15}: 7,12,16,23,28 \\ & \hline \end{aligned}$ | $2^{-40}$ |
| 7 | $\begin{aligned} & v_{0}: 12,32 \\ & v_{1}: 16,32 \\ & v_{2}: 32 \\ & v_{4}: 12,32 \\ & v_{5}: 16,32 \\ & v_{8}: 32 \\ & v_{9}: 8,16,24,32 \\ & v_{10}: 32 \\ & v_{13}: 8,24 \\ & v_{14}: 16,32 \\ & \hline \end{aligned}$ | $2^{-6}$ |
| 8 | $v_{2}: 32$ | 1 |
| 9 |  | $2^{-1}$ |
| 10 | $\begin{aligned} & v_{0}: 32 \\ & v_{5}: 17 \\ & v_{10}: 24 \\ & v_{15}: 24 \end{aligned}$ | $2^{-24}$ |
| 10.5 | $\begin{aligned} & \hline v_{0}: 4,32 \\ & v_{1}: 5,17,21 \\ & v_{2}: 12 \\ & v_{3}: 28 \\ & v_{4}: 1,9,17,21,29 \\ & v_{5}: 2,6,14,18,22,26,30 \\ & v_{6}: 5,17,29 \\ & v_{7}: 1,13,21,25 \\ & v_{8}: 8,16,24,28 \\ & v_{9}: 1,9,13,25,29 \\ & v_{10}: 4,24 \\ & v_{11}: 8,20,32 \\ & v_{12}: 8,24,28 \\ & v_{13}: 9,13,25,29 \\ & v_{14}: 4 \\ & v_{15}: 20,32 \end{aligned}$ | - |

## B Examples of Boomerang quartets for SM3 and BLAKE-256

Table 9. Example of a boomerang quartet for 34 -step CF of SM3. $P_{i}, C_{i}$ and $M_{i}$ respectively denote the chaining variables of step 0,33 and message words.


Table 10. Example of a boomerang quartet for 35 -step CF of SM3

| $P_{1}$ | $7 f 57 e 38 d$ | 801906df | caf $2 c f 8$ | $42 c 58 f b a$ | 9feec59b | $e f 5 a b 3 f$ | $d 261869 c$ | $892 c a 15 c$ |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| $P_{2}$ | $7 f 57 e 38 d$ | 805906df | $4 a f 2 c f 8 c$ | c2858fba | 9feec59b | $e f 5 a a 3 f c$ | 5261869c | 092cb15c |
| $P_{3}$ | 0188f80d | $5 d 3 b 7666$ | 9f94168 | fc411326 | $3 a 674355$ | $2 c 6075 \mathrm{fb}$ | $85 a 38600$ | $892 e 081 b$ |
| $P_{4}$ | 0188f80d | $5 d 767666$ | $1 f 941688$ | 7c011326 | $3 a 674355$ | 2 c 6065 fb | $05 a 38600$ | 092e181b |
| $M_{1}$ | $\begin{aligned} & f 5 b c 88 b 9 \\ & c 6978096 \end{aligned}$ | af543ad9 <br> $f d b a 14 b 7$ | $2872 \mathrm{ffb}$ | $2 c f 314 e 6$ | $750499 b 3$ | $4 c e b 9 f 22$ | $b d 2 d 99 d b$ | $\begin{gathered} \hline \hline c e f 6 b 36 f \\ 71 c c 928 b \\ \hline \end{gathered}$ |
| $M_{2}$ | $\begin{aligned} & \hline f 5 b c 88 b 9 \\ & c 6978096 \end{aligned}$ | af543ad9 $f d b a 14 b 7$ | $\begin{aligned} & 75068596 \\ & 2872 f f b a \end{aligned}$ | $\begin{aligned} & \text { beaebbf0 } \\ & 2 c f 314 e 6 \end{aligned}$ | $\begin{aligned} & 9984 c 067 \\ & 750499 b 3 \end{aligned}$ | $\begin{aligned} & \hline e d 6 e 551 a \\ & 4 c e b 9 f 22 \end{aligned}$ | $\begin{aligned} & \hline 7973166 d \\ & b d 2 d 99 d b \end{aligned}$ | $\begin{gathered} \hline c e f 6 b 36 f \\ 71 c c 928 b \end{gathered}$ |
| $M_{3}$ | $\begin{aligned} & 75 b c 89 b 9 \\ & c 69 f 80 \mathrm{fe} \end{aligned}$ | $\begin{gathered} a f f 43 a f 9 \\ f d b 214 b 7 \end{gathered}$ | $\begin{aligned} & f 51 a 8592 \\ & 2872 f f b a \end{aligned}$ | $\begin{aligned} & 3 e a e 3 b f 2 \\ & 3 c 434496 \end{aligned}$ | $\begin{gathered} c 1 a c f 86 f \\ 7 d 0489 b b \end{gathered}$ | $\begin{aligned} & \hline e d c e 054 a \\ & 4 c e b 9 f 22 \end{aligned}$ | fcf195ed <br> bdad99db | $\begin{aligned} & c e 76 b 36 f \\ & 71 c 492 a 3 \end{aligned}$ |
| $M_{4}$ | $\begin{aligned} & 75 b c 89 b 9 \\ & c 69 f 80 f e \\ & \hline \end{aligned}$ | $\begin{gathered} \hline a f f 43 a f 9 \\ f d b 214 b 7 \end{gathered}$ | $\begin{aligned} & 751 a 8592 \\ & 2872 f f b a \end{aligned}$ | $\begin{aligned} & 3 e a e 3 b f 2 \\ & 3 c 434496 \end{aligned}$ | $\begin{aligned} & \hline c 1 a c f 86 f \\ & 7 d 0489 b b \end{aligned}$ | $\begin{aligned} & \text { edce } 054 a \\ & 4 c e b 9 f 22 \\ & \hline \end{aligned}$ | $\begin{aligned} & f c f 195 e d \\ & b d a d 99 d b \end{aligned}$ | $\begin{aligned} & c e 76 b 36 f \\ & 71 c 492 a 3 \end{aligned}$ |
| $C_{1}$ | ecda4c19 | $39 \mathrm{e} 58 \mathrm{fb5}$ | 8fbc81e3 | 75 eec099 | $655 e 3 f 8 b$ | f4273d52 | 94532c77 | $6967 f 472$ |
| $\mathrm{C}_{2}$ | 93ffb93f | $e 7 e 2 f f b 3$ | $447 c 0 e 9 f$ | $b 8 f f 8 f 6 c$ | $37 a 12 b 0 a$ | ca38d92c | 7eb36c56 | 899e0baf |
| $C_{3}$ | f2de485f | $3965 c f f 5$ | 8 fbc 81 e 3 | 75 eec099 | $6 f 523 b 8 d$ | f4273d52 | 94532c77 | $6967 f 472$ |
| $C_{4}$ | 8dfbbd79 | e762bff 3 | $447 c 0 e 9 f$ | $b 8 f f 8 f 6 c$ | $3 d a d 2 f 0 c$ | ca38d92c | 7eb36c56 | 899e0baf |

Table 11. Example of a boomerang quartet for 7-round KP of BLAKE-256
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