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Abstract. Isogenies on elliptic curves are of great interest in post-
quantum cryptography and appeal to more and more researchers. Many
protocols have been proposed such as OIDH, SIDH and CSIDH with
their own advantages. We now focus on the CSIDH which based on the
Montgomery curves in finite fields Fp with p ≡ 3 (mod8) whose endo-
morphism ring is Z[

√
−p]. We try to change the form of elliptic curves

into y2 = x3 + Ax2 − x and the characteristic of the prime field into
p ≡ 7 (mod8) , which induce the endomorphism ring becomes Z[

√
−p+1
2

].
Moreover, many propositionsincluding the formula of isogenies between
elliptic curves of the special form and the unique of the representation of
Fp-isomorphism class, are given to illustrate the rationality of our idea.
An important point to notice that the efficiency can’t be reduced because
the only difference between our formula of isogenies and that of CSIDH
is the sign of some items. Furthermore, we also give a proposition that
the protocol based on our case can avoid the collision proposed in [17].

Keywords: CSIDH, Montogomery Curves, Endomorphism Ring, Colli-
sion.

1 Introduction

Elliptic curve cryptography (ECC) was proposed [18,19] in 1985. The discrete
logarithm problem on elliptic curves (ECDLP) is one of the difficult problems in
elliptic curve cryptography. ECC is widely used and studied because of its short
key and other advantages before Shor algorithm was proposed in 1994.

The cryptography based on isogeny is first proposed by Couveignes in 1997
[20] and then reproposed by Rostovtsev and Stolbunov independently [23] in
2006, named CRS. All of them focus on the key agreement scheme using the
ideal class group of the endomorphism ring of ordinary elliptic curves. However,
after the reduction to a hidden shift problem, the scheme have quantum attack
of subexponential time. Leaving the quantum attack aside, the efficiency of CRS
holds back the development of it. Luca De Feo et al.[26] give a method to accel-
erate the scheme which requires that the order of the elliptic curves over finite
fields must have small primes as factors, which is hard to attain. While the re-
quirement is easy to satisfy on the supersingular elliptic curves over Fp as long
as p = kl1 · · · ln − 1 with li small primes.



Jao and De Feo take different approach and introduce SIDH[24], relying on
the isogenies between supersingular elliptic curves. Because of the non-commutative
endomorphism ring, SIDH can thwart the quantum attack by Kuperberg[25].
The practical Supersingular Isogeny Key Encapsulation (SIKE)[27], one of the
main contenders in NIST’s post-quantum standardization project, is based on
SIDH. As a disadvantage, SIDH has active attack [28] when it uses static private
keys, which induce the discussion about authenticated key exchange based on
SIDH. In addition, it should be combined with a CCA transform such as the
FujisakiOkamoto transform to achieve CCA security.

As is mentioned above, the speedup of CRS can perform well on supersingular
elliptic curves over Fp. So CSIDH [10] was proposed using supersingular elliptic
curves of Montgomery form over finite field Fp with characteristic p ≡ 3(mod
8), where ”C” stands for commutative. The endomorphism ring of this kind
of elliptic curve is O = Z[

√
−p]. It uses the action of the ideal class group

of Fp-isomorphic classes of supersingular elliptic curves cl(O) × ELLp(O, π) →
ELLp(O, π). There are two advantages of CSIDH. One is that the class group
action can be computed efficiently which is the main reason of its high-efficiency.
The other is that it provides a non-interactive key exchange with full public-key
validation. Although CSIDH has many sparks, there are still many leaks in it.
For example, it uses the vector (e1, · · · , en) ∈ Zn as private key and assume that
the group homomorphism Zn → cl(O) is surjectivity and uniformity. However,
Hiroshi Onuki and Tsuyoshi Takagi [17] proposed that (1, · · · , 1) corresponds
to an ideal class of order 3, which means (e1, · · · , en) and (e1 + 3, · · · , en + 3)
represents the same ideal class in cl(O).

In this article, we change the characteristic of the prime field into p ≡ 7(mod
8) and the form of elliptic curves. The form of elliptic curves in CSIDH is y2 =
x3+Ax2+x called Montgomery curve, while we will use elliptic curves of the form
y2 = x3 +Ax2 − x. We also prove that the coefficients A can uniquely represent
the Fp-isomorphism class as in CSIDH. Moreover, we give the formulas of point-
addition on E : y2 = x3 +Ax2 − x and the expressions of isogenies between two
elliptic curves E/K : y2 = x3 + Ax2 − x and E′/K : Y 2 = X3 + AX2 −X. We
find that these formulas are similar to those of Montgomery curves only with a
few different signs, which inspires us to Implement the change without reduced
efficiency. The collisions proposed in [17] are also considered and don’t occur in
our case.

Organization. The rest of the paper is organized as follows. In Section 2, we
recall, besides CSIDH, some basic results on elliptic curves and isogenies over Fp.
In Section 3, we propose the computational properties of E : y2 = x3 +Ax2 − x
as the analogue of Montgomery curve. In Section 4, we compare the case of
EndFpE = OK with that EndFpE = Z[π] in [10], including a important proposi-
tion about the relationship between the coefficients and the endomorphism rings
and collisions related the ideal class. In Section 5, we give a conclusion.



2 Preliminaries

In this section, we recall some important results on elliptic curves and isogeny.
We refer readers to [21,22] for details.

2.1 A New Kind of Projective Coordinates

The projective space is defined to be the set of equivalence classes of (X,Y, Z)
with not all of them zero. In general, two triples (X1, Y1, Z1) and (X2, Y2, Z2) are
said to be equivalent if there exists constant k 6= 0 such that X1 = kX2, Y1 =
kY2, Z1 = kZ2. Julio López and Ricardo Dahab [16] proposed a new kind of
projective coordinates to accelerate the elliptic curve additions over GF (2n).
They redefined such the equivalent relation as the two triples are equivalent if
X1 = kX2, Y1 = k2Y2, Z1 = kZ2. In this case, if a point P = (X,Y, Z) with
nonzero Z then P can be represented by (x, y, 1), where x = X

Z and y = Y
Z2 .

And the points for which Z = 0 is the point at infinity.

2.2 Some Properties of Elliptic Curve

Proposition 1. If #E(Fp) = n = 4 · (2k) with k an arbitrary constant, then
there must be points of order 4 in E(Fp).

Proof. According to [11, Theorem 4.1], E(Fp) ∼= Zn or Zn1⊕Zn2 for some integer
n ≥ 1 or for some integer n1, n2 ≥ 1 with n1 dividing n2.

If E(Fp) ∼= Z8k, the points of order 4 in E(Fp) exists obviously. If E(Fp) ∼=
Zn1
⊕ Zn2

, there are three cases as follows:

– If 2 - n1, then 8 | n2 because n1n2 = 8k. So elements of order 4 must exist
in Zn2

.
– If 2 | n1 and 4 - n1, then 4 | n2. So elements of order 4 also exist in Zn2 .
– If 2 | n1 and 4 | n1, then elements of order 4 exist in Zn1

.

So if the order of E over Fp is 4 · (2k), then there must be points of order 4
in E(Fp).

2.3 Isogenies between Supersingular Elliptic Curve over Fp

The l-isogeny only exist when (−pl ) = 1, which means −p is a square in Zl.
Otherwise, the characteristic polynomial of Frobenius map π2 + p = 0 (mod l)
has no root and then there are no edges in the isogeny graph. As suggested by
De Feo-Kieffer-Smith in [7], a field of characteristic p, where p ≡ −1(mod l)
with l all odd primes up to a bound, should be used to make sure that lO can
decompose into two prime ideals l · l−1 = (l, π − 1) · (l, π + 1), where π is the
Frobenius endomorphism. In this case, the action of the ideal class of l (resp. l−1)
can be easily computed by applying Vélu formulae [8] to E (resp. its quadratic
twist Et).



Lemma 1. Let E/Fp be an elliptic curve and G a finite Fp−rational subgroup
of E. Then there exists a separable isogeny φ : E/Fp → E1/Fp defined over Fp
with E1 = E\G and, up to Fp−isomorphism, the isogeny φ and E1 are unique.

The Fp-rational isogenies follows the reduction of isogenies over characteristic
0, so we have a correspondence between “Fp-rational l-isogenies between super-
singular elliptic curves over Fp” and “l-isogenies between elliptic curves over C
with EndE ∈ {Z[

√
−p],OK}”[3]. So the structure of the supersingular isogeny

graph G(Fp, l), of which the vertices are Fp-isomorphism classes of superingular
elliptic curves and the edges are equivalence classes of Fp−rational l-isogenies
of these elliptic curves, is similar with the ordinary isogeny graph, a isogeny
volcano. The details are summed up in [3, Theorem 2.7]. We now illustrate the
case where p ≡ 3 (mod 4) in details and omit the description in other cases.

Theorem 1. When p ≡ 3 (mod 4), there are two levels in G(Fp, l) and for l > 2
with (−pl ) = 1, there are two horizontal l-isogenies from each vertex.

– If p ≡ 7 (mod 8), there are 2-isogenies connect the surface and floor with 1:1
and in the surface there are also two horizontal 2-isogenies from each vertex.

– If p ≡ 3 (mod 8), there are 2-isogenies connect the surface and floor with
1:3 and no horizontal 2-isogenies.

CSIDH proposed by Castryck W, Lange T, Martindale C, et al. only con-
centrate on the case where p ≡ 3 (mod 8). They introduce the details about
the isogeny graph and give an important proposition about the correspondence
between the form of the equation of elliptic curves and their endomorphism ring,
along with an example. And we mainly investigate the case p ≡ 7 (mod 8) in
later sections. We first compute the G(F167, 3) using modular polynomials [5,6]
to make it visual. There are h(−167)=11 supersingular j-invariant in Fp [3] in
total.
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Figure 1. G(F167, 3). The curves in surface have have endomorphism ring

OK = Z[ 1+
√
−167
2 ] and those in floor have Z[

√
−167] as endomorphism ring.

In the example, p ≡ −1(mod 3) makes sure that running clockwise through
the components corresponds to the repeated action of [(3, π− 1)], while running
anticlockwise corresponds to that of [(3, π + 1)].

3 The Analogue of Montgomery Curve

Lemma 2. Let E be an elliptic curve given by a equation By2 = x3 +Ax2 − x.
P1 = (x1, y1) and P2 = (x2, y2) are two points on E with x1 6= x2 and x1x2 6= 0.
Then P1 + P2 = (x3, y3) satisfies

x3(x1 − x2)2x1x2 = B(x1y2 − x2y1)2, (1)

P1 − P2 = (x4, y4) satisfies

x4(x1 − x2)2x1x2 = B(x1y2 + x2y1)2, (2)

and

x3x4 =
(x1x2 + 1)2

(x1 − x2)2
.

Proof. There are also similar conclusions in Montgomery Curve and the proofs
both begin with the group law

x3 = B
(y1 − y2)2

(x1 − x2)2
−A− x1 − x2.

So

x3(x1 − x2)2x1x2 = B(y1 − y2)2x1x2 − (A+ x1 + x2)(x1 − x2)2x1x2

= −2Bx1x2y1y2 + (2A+ x1 + x2)x21x
2
2 − x1x2(x1 + x2)

= B(x1y2 − x2y1)2.

Similarly, we can obtain the equation for x4.

Multiply (1)(2) and use the equation for E to obtain:

x3x4 =
B2(x2y1 − x1y2)2(x2y1 + x1y2)2

x21x
2
2(x1 − x2)4

=
(x21 +Ax1 − 1)(x1x

2
2 + x2)− (x22 +Ax2 − 1)(x21x2 + x1)

(x1 − x2)3

=
(x1x2 + 1)2

(x1 − x2)2
.



Proposition 2. Let K be a field with char(K) 6= 2 and
√
−1 /∈ K. Let G ⊆ E(K)

be a finite subgroup of order 2d+ 1 in an elliptic curve E/K : y2 = x3 + ax2−x
with a ∈ K. φ is a separable isogeny s.t. kerφ = G. Then there is a curve
E′/K : Y 2 = X3 +AX2 −X s.t., up to post-composition by a isomorphism,

φ : E → E′

(x, y)→ (f(x), c0yf
′(x)),

where

f(x) = x
∏

T∈G\{OE}

xxT + 1

x− xT
, c20 = π =

∏
T∈G\{OE}

xT .

Moreover, we write σ =
∑
T∈G\{OE}(xT + 1

xT
) and A = π(a− 3σ).

Proof. The proof follows along the proof in [1, Theorem 1]. Write φ : (x, y) →
(X,Y ), where X = f(x) and Y = c0yf

′(x). X and Y are rational functions on
x, y, so X,Y ∈ K(E), i.e. they are functions on E. And it is obvious that the
points in G form the poles of X and Y . Our goal is to show that F (X,Y ) =
Y 2 −X3 −AX2 +X = 0.

First we show that if F (X,Y ) vanishes at OE , then F (X,Y ) = 0. From

Lemma 2, we can find that xP+QxP−Q = (
xP xQ+1
xP−xQ

)2 in E/K : y2 = x3+ax2−x.

There is a disjoin union G = G+ ∪ G− ∪ {∞}, in other words, for each pair of
points P = (xP , yP ), P = (xP ,−yP ) ∈ G, put exactly one in G+ and the other
in G−.

f(xQ) = xQ
∏

T∈G\{OE}

xQxT + 1

xQ − xT
= xQ

∏
T∈G+

(
xQxT + 1

xQ − xT
)2

= xQ
∏
T∈G+

(xQ+TxQ−T ) =
∏
T∈G

xQ+T .

So X,Y will not change under τQ, the translation-by-Q, when Q ∈ G. That
means if we can obtain that F (X,Y )|OE

= 0, we will have shown F (X,Y )|G = 0,
i.e. F (X,Y ) vanishes at all points in G. Along with that the points in G form
the poles of X and Y , we can get F (X,Y ) has no poles. The only possibility is
that F (X,Y ) = 0.

Now we will show F (X,Y ) vanishes at OE . Let t = x
y be the uniformising

parameter at OE and s = 1
y . Then

y2 = x3 + ax2 − x =⇒ 1

y
=
x

y

3
+ a

x

y

2
· 1

y
− x

y
· 1

y2
=⇒ s = t3 + at2 · s− t · s2.

Substituting the expression of s into to s = t3 + at2 · s− t · s2, we will get

s = t3+at5+(a2−1)t7+a(a2−3)t9+(a4−6a2+2)t11+(a5−10a3+10a)t13+O(t15).

Invert it and we will have

y =
1

s
= t−3[1− at2 + t4 + at6 + (a2 − 1)t8 + (a3 − 3a)t10 +O(t12)],



x = ty = t−2[1− at2 + t4 + at6 + (a2 − 1)t8 + (a3 − 3a)t10 +O(t12)]. (3)

dt

dx
= − t

3

2
− t7

2
− at9 +O(t11) (4)

Suppose G =< P >. Write

X = f(x) = x
∏

T∈G\{OE}

xxT + 1

x− xT
M
= x · f21 (x) · · · f2d (x), (5)

where fi(x) =
xx[i]P+1

x−x[i]P
= x[i]P +(x2[i]P +1) · 1

x−x[i]P
. Substitution of (3) gives the

expression of f2i in terms of t,

1

x− x[i]P
= t2 + (a+ x[i]P )t4 + [(a+ x[i]P )2 − 1]t6 +O(t8).

So

f2i (t) = x2[i]P + 2x[i]P (x2[i]P + 1)t2 + [(x2[i]P + 1)(3x2[i]P + 2ax[i]P + 1)]t4

+2(x2[i]P + 1)[2x3[i]P + 3ax2[i]P + a2x[i]P + a]t6 +O(t8).
(6)

Substituting (3) and (6) into (5) yields

X(t) = πt−2 + π(σ − a) +X2t
2 +X4t

4 +O(t6), (7)

where X2 = 1+4π2+σπ2(3σ−2a)
5π and X4 = 3a−6a2π2σ+5σ+4aπ2σ2+32aπ2+10π2σ3

35π .
Now define

Y = c0y(t)
df

dx
= c0y(t)

dX

dt

dt

dx
. (8)

Substitute (7) anf (8) into F (X,Y ) and we can get

F (X,Y ) = Y 2 −X3 −AX2 +X = k0t
−6 + k1t

−4 + k2t
−2 + k3 +O(t),

where

k0 = c20π
2 − π3,

k1 = −2c20π
2a− 3π3(σ − a)−Aπ2,

k2 = 2c20π(2π −X2) + c20π
2a2 − 3X2π

2 − 3π3(σ − a)2 − 2Aπ2(σ − a) + π,

k3 = 4c20π(aX2 −X4)− 3X4π
2 − 6X2π

2(σ − a)− π3(σ − a)3 − 2AX2π

−Aπ2(σ − a)2 + π(σ − a).

The substitution of values of c0, A, X2 and X4 make the coefficients equal 0. So
that F (X,Y ) = O(t) with t a uniformizer at (O)E , which means that F (X,Y )
vanishes at OE .

Until now, we have shown that X,Y satisfy the equation of E′. Next woe
should prove that φ is an isogeny, that is to show φ is a morphism and φ(OE) =
OE′ . Because the expression of φ is rational and E is smooth, φ is a morphism.



Using the new kind of projective embedding, we can embed E : y2 = x3 +
ax2− x into Y 2 = X3Z + aX2Z2−XZ3 with infinite point OE = (1, 0, 0). And
φ(X,Y, Z) = (φ1(X,Z), φ2(X,Y, Z), φ3(Z)) where

φ1(X) = X

d∏
i=1

(
Xx[i]P + Z

X − x[i]PZ
)2

φ2(X,Y, Z) = c0Y

d∏
i=1

(
Xx[i]P + Z

X − x[i]PZ
)2[1− 2X

d∑
i=1

x2[i]P + 1

(X − x[i]PZ)(Xx[i]P + Z)
]

φ3(Z) = Z

So φ(1, 0, 0) = (1, 0, 0) which indicates φ is an isogeny.

From the Proposition 2 and Lemma 1, we can conclude that, for elliptic
curves in form of E/Fp : y2 = x3 + ax2 − x with a ∈ Fp, given a finite Fp-
subgroup G of odd degree, there exists an A ∈ Fp and a separable isogeny
φ : E → E′ : Y 2 = X3 +AX2−X defined over Fp with kernel G. In comparison
to [1,2] on Montgomery curves, the differences are only on the signs of items.

From other perspective, when i =
√
−1 ∈ K, there is a morphism:

ψ : EA : y2 = x3 +Ax2 − x −→ Emon : −iY 2 = X3 + iAX2 +X,

(x, y) 7−→ (X,Y ) = (ix, y).

So EA : y2 = x3+Ax2−x and Montgomery curve Emon : BY 2 = X3+A′X2+X
are isomorphic. Then the same conclusion as the Proposition 2 will be directly
induced using [1, Theorem 1].

4 Comparision with CSIDH

4.1 Representing Fp-isomorphism classes

In this section, we compare our case with the case in CSIDH, including the
vertices representation and collisions related to the ideal class. First, we describe
the notation that will be used later. h(O) (resp. h(OK)) denotes the class number
of O (resp. OK), which means h(O) = #cl(O)(resp. h(OK) = #cl(OK)).

In general, the vertices in isogeny graph represent Fp-isomorphism classes of
elliptic curves [9], while a new unique representative for Fp isomorphism class
which may serve as a shared key without j-invariants was proposed by [10]. We
give a proposition about the unique representation is also suitable for our case.

Proposition 3. Let p ≡ 7 (mod 8) be a prime and E/Fp be a supersingular el-

liptic curve. Then Endp(E) = OK = Z[ 1+
√
−p

2 ] if and only if E is Fp-isomorphic
to EA : y2 = x3 +Ax2 − x with unique A ∈ Fp.



Proof. The proof refers to the proof of [10, Proposition 8] with many key points
different.

First, we prove that supersingular elliptic curves of the form EA : y2 = x3 +

Ax2−x have endomorphism rings defined over Fp EndFp
(E) = OK = Z[ 1+

√
−p

2 ].

By [14, Theorem 3.41], we factor prime ideal (2) in Z[ 1+
√
−p

2 ] and get that

(2)Z[ 1+
√
−p

2 ] = (2, ω)(2, ω + 1) with ω = 1+
√
−p

2 . So there are three 2-torsion
(0, 0), P1 and P2 in E/Fp, with P1 the kernel of isogeny corresponding to (2, ω)
and P2 the kernel of isogeny corresponding to (2, ω + 1). Since ω(P1) = 0 and
(ω + 1)(P2) = 0, P1 6= P2. Hence EA has full Fp-rational 2-torsion with (0, 0)
relevant for the only descending isogeny and P1, P2 relevant for the two horizontal

isogenies [15]. By Theorem 1, Endp(E) = Endp(EA) = Z[ 1+
√
−p

2 ].

Now assume that Endp(E) = Z[ 1+
√
−p

2 ]. Since the ideal-class group cl(O) acts
freely and transitively on Ellp(O, π), there exist [a] ∈ cl(O) such that [a]E0 = E
with E0 : y2 = x3 − x. If the representative a of the ideal class has norm
coprime to 2p, then there is a separable Fp-isogeny ϕa : E0 → E of odd degree.
By Proposition 2, given ker ϕ, we can construct ψ : E0 → EA : y2 = x3 +
Ax2 − x defined over Fp with ker ψ=ker ϕ. Because isogeny is unique up to
Fp-isomorphism (Lemma 1), E is Fp-isomorphic to EA.

Finally, we prove the uniqueness of A. Let EA ∼= EB : Y 2 = X3 +BX2 +X.
Then by [12, Proposition III.3.1(b)] EA and EB are related by a linear change
of the form

x = u2X + r, y = u3Y + su2X + t,

with u ∈ F∗p and r, s, t ∈ Fp. Substitute them into the equation of EA and
subtract Y 2 −X3 +BX2 +X = 0, we can obtain

0 =(2stu2 − 3u2r2 − 2Au2r + u2 − u6)X + (s2u4 − 3u4r +Au4 + u6B)X2

+ 2su5XY + 2u3ty + (t2 − r3 −Ar2 + r).

Let∞ be the point at infinity of EB , then the basis of L(5(∞)) is {1, X, Y,XY,X2}
by Riemann-Roch Theorem[12, Theorem 5.4]. So the coefficients of the equation
all equal zero and yield

2su5 = 0 ⇒ s = 0,
2tu3 = 0 ⇒ t = 0,
2stu2 − 3u2y2 − 2Au2r + u2 − u6 = 0⇒ 3r2 + 2Ar − 1 + u4 = 0,
s2u4 − 3u4r +Au4 + u6B = 0 ⇒ 3r −A−Bu2 = 0,
t2 − r3 −Ar2 + r = 0 ⇒ r(Ar + r2 − 1) = 0.

Because EA has full Fp-rational points of order 2, there are two cases as
follows:

– r = 0⇒ u4 = 1. Because −1 is a nonquadratic residue in Fp when p ≡ 3(mod
4), u2 = 1. So A = B.

– r2 −Ar + 1 = 0⇒ −(r2 + 1) = u4. We should judge whether −(r2 + 1) is a
square in Fp or not.

r2 + 1 = 1 +
(−A±

√
A2 + 4)2

4
=

(A2 + 4)(1± A√
A2+4

)

2
.



Because r2 − Ar + 1 = 0 has roots, 4 = A2 + 4 is square in Fp. And 2 is a
square in Fp when p ≡ 7 (mod 8). So the quadratic character of 1± A√

A2+4

equals that of r2 + 1. Writing r1, r2 are two roots of r2 + Ar − 1 = 0, i.e.
EA : y2 = x(x − r1)(x − r2), implies r1 + r2 = A and r1r2 = −1 by Vieta’s
formulas. So

1± A√
A2 + 4

=
2r1

r1 − r2
or

−2r2
r1 − r2

.

According to Proposition [1], there exist points of order 4 in E(Fp) since
#E(Fp) = p + 1 = 8k for k ∈ Z. So −r1 and −r2 are both squares or r1
and r1− r2 are both squares or r2 and r2− r1 are both squares in Fp by [13,
Theorem 9]. However, since −1 = r1r2 is a nonquadratic residue in Fp, −r1
and −r2 have different quadratic characters. The remaining possibilities are
r1 and r1 − r2 are both squares or r2 and r2 − r1 are both squares, which
interprets 1± A√

A2+4
is quadratic residue in Fp. Conclude the case, we can get

that −(r2 + 1) is a nonquadratic residue in Fp, which induce −(r2 + 1) = u4

has no root. So this case should be excluded.

From the discussion about the two cases, we can conclude that r = s = t = 0,
u2 = 1 and A = B. Hence the value of A is unique.

This proposition is a OK-version of the Proposition 8 in [10], which guaran-
tees the valid public keys consisting of coefficient A ∈ Fp and efficient public-key
validation. So we can also use the coefficients as public keys in our case.

4.2 Avoiding the collision

As for private keys consisting of an exponent vector (e1, · · · , en), Castryck W.
et al assumed the surjectivity of the group homomorphism Zn → cl(O) and
the uniformity of resulting distribution of

∏n
i=1 l

ei
i . However, Hiroshi Onuki and

Tsuyoshi Takagi investigated the correspondence between the vectors and the
ideal classes and found that (e1, · · · , en) and (e1 + 3, · · · , en + 3) represent the
same ideal class. We refer the reader to [17, Theorem 3] for precise details.
The following proposition implies the collisions don’t exit in cl(OK) when p ≡
7(mod8).

Compare the exact sequence with O = Z[π]

1→ O×K/O
× → (OK/f)×/(O/f)× → cl(O)→ cl(OK)→ 1

when p ≡ 3(mod8) and p ≡ 7(mod8). Since O×K and O× are {±1} in both cases,
the exact sequence becomes

1→ (OK/f)×/(O/f)× → cl(O)→ cl(OK)→ 1,

where (OK/f)×/(O/f)× → cl(O) is a monomorphism and cl(O)→ cl(OK) is an
epimorphism with f the conductor of O.



– When p ≡ 3 (mod8), h(O) = 3h(OK). Since f = 2OK = 2O + (π − 1)O,
we can obtain that OK/f ∼= F4 and O/f ∼= F2 as illustrate in [17]. Therefor,
#(OK/f)×/(O/f)× = 3 and the map cl(O)→ cl(OK) is surjective with three
elements in kernel.

– When p ≡ 7 (mod8), h(O) = h(OK). Since OK/f ∼= O/f ∼= F2, the map
cl(O) → cl(OK) is surjective with only one element in kernel. So [a] is a
principal ideal in O if and only if it is a principal ideal in OK .

Proposition 4. When p ≡ 7 (mod8) and li ∈ cl(OK) with i = 1, . . . , n, the
ideal class l1 · · · ln doesn’t have order 3 in cl(OK).

Proof. We first review the case where p ≡ 3 (mod8), which means p = 4l1 · · · ln−
1. So

l1 . . . lnOK =
p+ 1

4
OK =

1 +
√
−p

2

1−
√
−p

2
OK .

Writing l1 · · · lnOK = (l1 · · · ln)(l−11 · · · l−1n ), we can get l1 · · · ln = 1−
√
−p

2 OK and

l−11 · · · l−1n = 1+
√
−p

2 OK . Both of them are principal ideals in OK .
While p ≡ 7 (mod8), which means p = 4· 2l1 · · · ln − 1,

l1 . . . lnOK =
1

2
· p+ 1

4
OK =

1

2
· 1 +

√
−p

2

1−
√
−p

2
OK .

The decomposition of the prime ideal (2) in OK is < 2,
√
−p−1
2 >< 2,

√
−p+1
2 >.

Neither of the factors is a principal ideal, which induce that neither l1 · · · ln
nor l−11 · · · l−1n is principal. Moreover, writing [b1] =< 2,

√
−p−1
2 > and [b2] =<

2,
√
−p+1
2 >, we can achieve that neither [b1]3 nor [b2]3 is principal, which results

in neither l1 · · · ln nor l−11 · · · l−1n doesn’t have order 3 in cl(OK).

The proposition only illustrates the fix collision doesn’t exist, but doesn’t
mean there isn’t other kinds of collisions between different private keys, for
example (e1, · · · , en) and (e1 + i1, · · · , en + in) with i1 6= · · · 6= in may represent
the same ideal class, which needs more exploration.

5 Conclusion

In the article, we discuss a new form of elliptic curves which have endomorphism
ring OK in fields of characteristic p ≡ 7 (mod8) and infer that it can be used
in CSIDH with a few improvements. To prove the unique representation of the
Fp- isomorphism classes, we give some important lemmas and propositions. And
then we describe the differences between our case and CSIDH. Although we use
a new form of elliptic curve, there is no need to worry the efficiency because the
only difference on the isogenious formula between our form and Montgomery
curves is just the sign of item. We may make experiments to verify the opinion
in the future. As an advantage, we also prove that there doesn’t exist the collision
described in [17, Theorem 3]. We infer that our propositions can substitute those
of CSIDH.
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